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INTRODUCTION

How to Use
This Handbook

The handbook is designed as a practical guide for trainers involved in implementing Corporate Digital 

Responsibility (CDR) training programs. It provides structured resources, strategies, and frameworks that 

support trainers in delivering high-quality training to small and medium-sized enterprises (SMEs), with a 

special emphasis on developing responsible digital skills. In addition to practical guidelines, the handbook 

also offers fundamental theoretical foundations of CDR, enabling a deeper understanding of the concept 

and its importance in modern business.

The workbook complements the handbook by providing interactive tasks, exercises, and tools that are 

aligned with the topics from the handbook. This allows participants to immediately apply the acquired 

knowledge through practical activities, facilitating the learning process and enhancing the effectiveness 

of the training.

Together, the handbook and workbook offer a comprehensive approach to education on Corporate 

Digital Responsibility. While the handbook provides the necessary theoretical foundation and practical 

guidelines for trainers, the workbook enables participants to actively engage in learning and apply what 

they have learned in real-life situations. This compatibility ensures that all aspects of CDR are adequately 

covered and that knowledge is effectively transferred and applied in practice.

The training program and all materials used in its implementation serve two purposes. The first, primary 
purpose is to educate trainers who will, in turn, educate employees of small and medium-sized enterpris-

es (SMEs) about the principles of Corporate Digital Responsibility (CDR) in SME operations. The second, 
secondary purpose is to enable trainers to make the most of the training program and its accompanying 

materials when teaching SME employees about CDR principles. In this way, trainers not only acquire the 

necessary knowledge and skills but also have concrete tools and resources for effectively conveying that 

knowledge within their organizations or to clients.

Introduction



5Corporate Digital Responsibility in Small and Medium-Sized Enterprises

Learning Outcomes 
and Levels of Competence

Learning outcomes in European education represent clearly defined statements that describe what pupils 

or students are expected to know, understand, and be able to apply after completing a specific edu-

cational process. They focus on learning results, highlighting the competencies that individuals acquire 

through the educational journey. Learning outcomes are crucial for building a coherent and effective ed-

ucational program that meets the needs of society and the labor market, while simultaneously supporting 

the individual development of students.

In line with the aforementioned two purposes, two different levels of competencies are utilized.

Learning Outcomes for SME Employees:
Employees need to be able to identify situations in digital business that require the application of CDR 

principles. According to Bloom’s taxonomy, appropriate learning outcomes at lower cognitive levels 

include:

After training, SME employees will be able to:
• List the basic principles of Corporate Digital Responsibility.

• Explain how these principles relate to everyday digital activities within the company.

• Recognize situations in their work where it is necessary to apply CDR principles.

To define the learning outcomes for trainers who will educate employees of small and medium-sized en-

terprises (SMEs) about the principles of Corporate Digital Responsibility (CDR), it is necessary to apply high-

er levels of the cognitive domain according to the revised Bloom’s taxonomy. These outcomes should 

encompass not only understanding and application of CDR but also the ability to adapt content to the 

specific needs of different SME sectors and effectively transfer knowledge.

Recommended Learning Outcomes for Trainers:
The trainer will be able to:

• Analyze the specific needs and challenges of various SME sectors in the context of digital busi-

ness and the application of CDR principles.

• Evaluate the effectiveness of existing digital practices within SMEs and identify areas that require 

improvements in line with CDR standards.

• Design customized educational programs that meet the specific needs of individual SME sectors, 

ensuring that employees can effectively apply CDR principles in their work.

• Apply appropriate pedagogical methods for effectively conveying knowledge about CDR prin-

ciples to SME employees, adapting the approach to different learning styles.

• Explain the fundamental concepts and importance of CDR and how they relate to various as-

pects of digital business within SMEs.

These learning outcomes ensure that trainers are equipped not only to transfer knowledge about CDR but 

also to adapt educational content to the specific needs of different SME sectors, using appropriate ped-

agogical approaches. This leads to the effective implementation of CDR principles within organizations.
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Learning Outcomes and 
CDR Training programme 

All learning outcomes with their corresponding competencies are listed in Appendix 1: Curriculum for 
Corporate Digital Responsibility (CDR). These learning outcomes closely align with the thematic sec-

tions in this handbook. However, the only learning outcome that differs from those intended for SME em-

ployees is “Adaptation of the training program for the particular type of SME,” which is the central 

learning outcome of the training program for trainers. 

Adaptation of the training program for the particular type of SME 
Coaches will be able to identify the specific training needs of the organization and its employees, consid-

ering the particular type of SME and the level of digital literacy of its employees. Coaches will be able to 

adapt the basic training program to the identified specific needs of the particular type of SME.

While SME employees are expected to acquire knowledge and skills to identify and apply CDR princi-

ples in their daily operations, trainers have the additional responsibility of customizing the training to fit 

the specific needs of various SMEs. SMEs differ widely in terms of industry sector, organizational structure, 

digital maturity, and specific challenges they face in the digital landscape. Therefore, a one-size-fits-all 

approach to training would be insufficient.

The “Adaptation of the training program for the particular type of SME” learning outcome empowers 

trainers to:

• Analyze the unique characteristics and requirements of different SMEs.

• Customize training materials and methodologies to address specific challenges and opportuni-

ties within each enterprise.

• Ensure Relevance by aligning CDR principles with the SME’s operational context, making the 

training more impactful and actionable.

• Facilitate Effective Learning by employing appropriate pedagogical strategies that resonate 

with the employees’ learning styles and the company’s culture.

This central learning outcome is crucial because it bridges the gap between theoretical knowledge and 

practical application. It ensures that trainers are not merely conveying generic information but are instead 

delivering tailored guidance that can be readily implemented by SME employees in their specific work 

environments.

By focusing on adaptation, trainers can address diverse scenarios such as:

• Technological Variability: SMEs may use different technologies or platforms, requiring custom-

ized guidance on implementing CDR principles within those systems.

• Resource Constraints: Smaller SMEs might have limited resources, necessitating practical and 

cost-effective solutions for adopting CDR practices.

• Cultural Differences: Organizational culture influences how new practices are adopted; trainers 

need to be sensitive to these nuances to promote acceptance and integration of CDR princi-

ples.

In essence, while the majority of the learning outcomes serve both trainers and SME employees by provid-

ing foundational knowledge and skills in CDR, the adaptation competency is uniquely critical for trainers. 

It enables them to deliver training that is not only informative but also transformative, facilitating meaning-

Introduction
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ful changes in digital responsibility practices across a variety of SMEs.

This distinction underscores the importance of the trainer’s role in the successful implementation of CDR 

principles. By mastering the ability to adapt the training program, trainers ensure that the education pro-

vided is effective, relevant, and capable of driving positive change within each unique SME setting.

Key Sections and Usage

1  Introduction to Corporate Digital Responsibility: This section offers foundational knowledge on 

CDR principles and practices, essential for trainers to familiarize themselves with the core concepts 

they will impart.

2  Module Overviews and Training Strategies: Each module within this handbook addresses a specific 

aspect of CDR, from ethical data use to cybersecurity fundamentals and sustainable digital transfor-

mation. Trainers should use these modules to prepare lesson plans and tailor the content according 

to the needs and skill levels of their trainees.

3  Workbook - Practical Exercises and Case Studies: Included are real-world scenarios and exercises 

designed to reinforce theoretical knowledge through application. Trainers can use these exercises as 

interactive learning tools, helping trainees apply concepts directly to their roles within SMEs.

4  Workbook - Review Questions and Assessment Tools: These tools allow trainers to assess trainees’ 

comprehension and identify areas that may need further attention. Regular use of review questions at 

the end of each module will aid trainers in tracking progress and ensuring effective knowledge transfer.

5  Guidelines for Trainer Support: This handbook also provides guidelines for trainers, detailing how to 

best support SMEs in implementing CDR practices sustainably. Trainers are encouraged to use these 

guidelines to foster a supportive learning environment and empower SMEs in their digital transforma-

tion journey.

By following this structured approach, trainers can maximize the effectiveness of the CDR program, en-

suring that trainees acquire skills that are both practical and aligned with current digital responsibility 

standards .
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Introduction to the 
COEUS Project

The COEUS project, standing for Corporate Digital Responsibility (CDR) skills in Central European Smart Spe-

cialization, aims to foster responsible digitalization practices among SMEs in Central Europe. Recognizing the 

increasing reliance on digital tools, COEUS promotes CDR as an ethical framework that aligns digital transfor-

mation with social, economic, and environmental responsibilities. The project spans 30 months and focuses on 

strengthening the digital skills of SMEs, ensuring they can integrate responsible practices within their operations.

Key Objectives

COEUS tackles the challenge of promoting digitalization in Central Europe while addressing the risks and 

ethical considerations that accompany it, including data privacy, cybersecurity, technology ethics, and 

environmental impact. By enhancing the CDR competencies of SMEs, COEUS intends to create a more 

competitive, resilient, and sustainable business environment. The project also recognizes the uneven dis-

tribution of digital skills and the need for training to build capacity, particularly within SMEs that lack the 

expertise to manage advanced technologies responsibly.

Project Activities and Approach

COEUS is structured around several core activities:

1  CDR Skill Development: COEUS collaborates with local and regional stakeholders to assess the skill 

gaps and needs of SMEs. This includes creating a baseline of CDR competencies, developing training 

programs, and pilot testing these initiatives across various regions in Central Europe.

2  Transnational Cooperation: Given the complexity of CDR, the project utilizes a transnational part-

nership to facilitate knowledge exchange and standardize best practices across borders.

3  Pilot Testing and Capacity Building: The project involves selecting and training CDR trainers, devel-

oping an SME upskilling/reskilling program, and running pilot programs that allow SMEs to gain practi-

cal CDR skills.

Anticipated Outcomes

The COEUS project expects to provide SMEs with the skills needed to manage digital tools responsibly, 

enabling compliance with regulations such as GDPR and the Digital Services Act (DSA). Additionally, by 

fostering skills in cybersecurity and sustainable practices, the project aims to protect SMEs against digital 

risks and contribute to a positive environmental impact. COEUS also works with Public Authorities and Busi-

ness Support Organizations to enhance their ability to support SMEs in achieving CDR goals, establishing a 

lasting foundation for responsible digitalization in Central Europe.

Overall, COEUS seeks to align digital progress with ethical responsibility, creating a business ecosystem that ben-

efits from technological advancements while safeguarding social, economic, and environmental well-being.

Introduction



9Corporate Digital Responsibility in Small and Medium-Sized Enterprises

The primary goal of the COEUS project in training trainers is to develop a transnational network of Corpo-

rate Digital Responsibility (CDR) trainers equipped to support small and medium enterprises (SMEs) across 

Central Europe. This involves building trainers’ competencies in various aspects of CDR, including social, 

economic, technological, and environmental responsibility. Trainers are prepared through workshops and 

seminars that introduce them to an SME upskilling and reskilling program. This preparation allows them to 

lead SMEs in responsible digital practices, tailored to each SME’s needs and innovation levels.

The role of future trainers in the COEUS project is to support and lead training efforts to enhance Corpo-

rate Digital Responsibility (CDR) skills among SMEs in Central Europe. These trainers will be selected and 

equipped with specific competencies in CDR through transnational workshops, online seminars, and tai-

lored training material. Their primary duties involve:

1  Delivering CDR Training to SMEs: Trainers will conduct both group and individual sessions, utilizing the 

CDR upskilling/reskilling program to meet diverse SME needs based on their level of innovation and 

CDR maturity. This includes facilitating discussions on digital responsibility in social, economic, techno-

logical, and environmental contexts  .

2  Customization and Feedback: Trainers will create customized support plans for each SME, enabling 

more personalized development. They also play a role in the ongoing improvement of training meth-

ods and materials by providing feedback during pilot phases .

3  Collaboration and Networking: Trainers will engage in transnational collaboration, attending semi-

nars, and exchanging best practices with colleagues across territories, which helps adapt the training 

to the specific socio-economic and digitalization contexts of SMEs across Central Europe .

The EU’s digital economy in brief

According to data from the European Commission, revenues from the digital economy in 

the European Union amounted to approximately €20 billion in 2020. Between 2016 and 2020, 

platform economy revenues increased nearly fivefold, from an estimated €3 billion to around 

€14 billion.

Digital business significantly contributes to the economy of the European Union (EU), both 

through direct digital activities and by digitizing traditional business processes. According to 

a study by Public First, the full digital transition of the EU by 2030 could add $2.8 trillion in value 

to the EU economy, representing nearly 21% of its current GDP.

It is important to note that the European Union has enacted legislation such as the Digital 

Services Act (DSA) and the Digital Markets Act (DMA) to regulate digital business operations, 

enhance accountability, and ensure fair market competition.

!
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CDR Framework

The handbook is structured into three main sections, each representing one of the core dimensions of the 

CDR framework.

Principles of Corporate Digital Responsibility (CDR)

This dimension encompasses a comprehensive understanding of the principles of Corporate Digital Re-

sponsibility (CDR) and their significance within the context of SMEs. It includes an exploration of theoretical 

foundations, legal frameworks such as GDPR and the Digital Services Act, and practical examples. Ad-

ditionally, it focuses on identifying and tailoring training programs to the specific needs of organizations 

and their employees, considering factors such as business type, digital literacy, and developmental stage.

Privacy, Security, and Ethical Use of Data

This dimension highlights the importance of adhering to key data privacy regulations (e.g., GDPR, DMA, AI 

Act) and implementing effective data protection strategies. It addresses best practices such as encryp-

tion, access control, and incident management while emphasizing the ability to identify and respond to 

cybersecurity threats like phishing and ransomware. Furthermore, it underscores the ethical use of digital 

technologies and artificial intelligence, focusing on transparency, accountability, and the mitigation of 

algorithmic bias.

Digital Sustainability and Governance

This dimension promotes strategies for fostering digital inclusion and accessibility, ensuring that digital tools 

and services are available to all, including individuals with disabilities and marginalized communities. It 

advocates for sustainable digital practices to minimize environmental impact through energy efficiency, 

e-waste management, and optimized IT systems. Additionally, it emphasizes the establishment of effective 

governance structures, accountability for digital activities, and clear communication of CDR initiatives to 

stakeholders. Finally, it encourages a culture of continuous improvement and innovation in digital respon-

sibility, integrating sustainable practices into daily business operations.

Introduction
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Module 1:
Basic principles 
of corporate 
digital 
responsibility
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Module 1 learning outcomes

The first module of the training program should serve as an essential foundation for participants, guiding 

them through the core assumptions and principles that underpin Corporate Digital Responsibility (CDR). By 

beginning with a thorough introduction to the EU’s legal framework governing responsible digital business 

conduct, this module will help learners understand the importance of operating ethically and sustainably 

within the complex European regulatory environment. Such knowledge is critical, as it not only ensures 

compliance but also enhances the trustworthiness and competitiveness of small and medium-sized enter-

prises (SMEs) in the digital age.

In addition to establishing this legal and ethical baseline, the module will offer practical insights into im-

plementing CDR principles in a manner tailored to SMEs’ unique characteristics and needs. Rather than 

applying a one-size-fits-all approach, participants will explore how to identify their company’s individual 

digital maturity level, adapt strategies to limited resources, and involve all stakeholders—owners, manag-

ers, employees, and customers—in the CDR journey. By doing so, SMEs can ensure that they uphold con-

sumer rights, protect personal data, foster a culture of inclusivity, and minimize their environmental impact, 

all while maintaining a competitive edge in the marketplace.

Learning Outcomes for Trainers

• Trainers will be able to clearly define and explain the principles of Corporate Digital Responsibility 

(CDR) and articulate their importance within the context of SMEs.

• Trainers will understand key data privacy regulations and best practices for data protection and 

be able to teach these effectively to employees.

• Trainers will be able to identify the specific training needs of the organization and its employees, 

considering the particular type of SME and the level of digital literacy of its employees.

• Trainers will be able to adapt the basic training program to the identified specific needs of the 

particular type of SME.

Learning Outcomes for SME Employees

• Employees will be able to recall the basic principles of Corporate Digital Responsibility (CDR).

• Employees will be able to recognize simple data privacy rules and understand the importance of 

protecting personal and company data.

• Employees will be able to follow basic instructions on how to use digital tools responsibly and 

securely within their SME.

• Employees will be able to adhere to basic guidelines that align with their SME’s specific digital 

responsibility requirements.

Module 1: Basic principles of corporate digital responsibility
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Introduction to Corporate
Digital Responsibility (CDR)

Based on a substantial body of scientific and professional work, as well as practical application, Corpo-

rate Digital Responsibility (CDR) can be defined as a set of practices, norms, and values through which 

organizations manage digital technologies and data in a socially, economically, and environmentally 

responsible manner. There is no universally accepted definition of CDR. Various interpretations exist, largely 

aligned on fundamental principles but incorporating additional factors depending on industry and con-

text. CDR is still in a developmental phase, with its application in the economy, particularly among small 

and medium-sized enterprises (SMEs), being relatively new.

Considering the diversity of approaches and objectives, it is possible to create a working definition that 

includes the core aspects of CDR while being flexible enough to adapt to the specificities of different in-

dustries and organizational sizes. A proposed working definition of CDR could be:

“Corporate Digital Responsibility (CDR) is a set of voluntary and regulation-driven practices through which 

organizations ensure ethical, sustainable, and inclusive digital transformation, while maximizing positive 

impacts on society and the environment and minimizing the negative ones.”

CDR is a set of practices and behaviors that help organizations use data and digital technologies in a 

way that is socially, economically, technologically, and environmentally responsible. In theory, this sounds 

obvious. In practice, it is not so simple to achieve, especially for small and medium-sized enterprises (CDR 

Europe Interreg). CDR is primarily a voluntary commitment by organizations to advocate for social interests 

and shape “good” digital corporate actions and digital sustainability (e.g., the use of data and algo-

rithms) through collaborative guidelines that address the social, economic, and environmental impacts 

on the digital society.
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The International CDR Manifesto
and the German CDR Code

In the contemporary landscape of Corporate Digital Responsibility (CDR), two principal normative frame-

works have emerged to guide organizations in the ethical deployment of digital technologies: the Interna-

tional CDR Manifesto and the German CDR Code. The International CDR Manifesto, developed in 2021 by 

a consortium of academics and industry practitioners, delineates seven core principles. These principles 

advocate for organizations to:

• Commit to societal and environmental betterment, establishing trust through transparent digital 

governance.

• Ensure equitable access to technology, promoting inclusivity across all demographics.

• Safeguard societal well-being, emphasizing data privacy and mitigating digital disparities.

• Assess economic and social impacts, maintaining transparency in algorithmic processes and 

equitable benefit distribution.

• Support the impact economy, fostering sustainable and socially responsible enterprises.

• Strive for environmental sustainability, aligning operations with the United Nations Sustainable 

Development Goals.

• Minimize technology’s environmental footprint, adopting eco-friendly IT practices and renewa-

ble energy sources.

Conversely, the German CDR Code, introduced in 2018 by the German Federal Ministry for the Environ-

ment, Nature Conservation, Nuclear Safety and Consumer Protection, in partnership with leading corpo-

rations, presents nine guiding principles. These principles urge companies to:

• Uphold core societal values, such as democracy, freedom, and equality.

• Develop human-centric technologies, prioritizing user needs and rights.

• Generate tangible benefits, ensuring technological advancements serve the greater good.

• Prevent harm, implementing safeguards against potential risks.

• Respect consumer autonomy, honoring individual control over personal data.

• Promote fairness, guaranteeing non-discriminatory access to digital resources.

• Maintain transparency, clearly communicating the functions and implications of technological 

systems.

• Assume responsibility, designating accountable individuals for technological outcomes.

• Advance sustainability, contributing to resource conservation and environmental protection.

Both frameworks serve as comprehensive guides for organizations aiming to navigate the ethical com-

plexities of digital transformation. While the International CDR Manifesto offers a global perspective with 

an emphasis on broad societal and environmental responsibilities, the German CDR Code provides a 

more localized approach, focusing on integrating digital responsibility into corporate practices within Ger-

many. Collectively, they underscore the imperative for companies to adopt responsible digital practices 

that align with societal values and promote sustainable development.

Module 1: Basic principles of corporate digital responsibility



15Corporate Digital Responsibility in Small and Medium-Sized Enterprises

Some other global approaches
to digital responsibility

OECD’s Digitalization and responsible business conduct: stocktaking of policies and initiatives

https://mneguidelines.oecd.org/rbc-and-digitalisation.htm 

Emphasis on protecting human rights in digital contexts, particularly privacy and freedom of 

expression. Recommendations for responsible business conduct toward consumers, employ-

ees, and the environment.

EU Ethical Guidelines for Trustworthy AI

https://digital-strategy.ec.europa.eu/en/library/ethics-guidelines-trustworthy-ai 

Provides specific guidelines for companies developing or using AI solutions, including how to 

build user trust.

UN Global Compact Digital Responsibility Guidelines

https://www.un.org/global-digital-compact/en 

Ethical development and application of technologies.

EU Legislative Tools Relevant to CDR

The European Union’s legal framework governing digital business and responsibility is both intricate and 

expansive. While the regulations and directives already mentioned represent some of the most prominent 

general principles, they merely scratch the surface of a much broader tapestry of rules. In addition to 

these overarching requirements, there are numerous specialized regulations that apply within specific 

sectors, such as healthcare and finance, which add further layers of complexity. This comprehensive sys-

tem is designed not only to ensure fair and responsible conduct across the digital marketplace, but also 

to safeguard critical areas that demand heightened oversight. As a result, businesses operating in the EU 

must navigate a multifaceted regulatory environment that continues to evolve as technology advances. 

These legislative tools collectively support Corporate Digital Responsibility (CDR) by addressing key as-

pects such as privacy, ethical technology use, cybersecurity, and digital innovation. They form a robust 

legal framework that SMEs and larger corporations alike must navigate to ensure compliance, build trust, 

and foster sustainable digital practices.

General Data Protection Regulation (GDPR): An EU regulation that ensures the protection of personal 

data and privacy for EU citizens while establishing strict standards for companies processing personal data. 

The GDPR is critically important for small and medium-sized enterprises (SMEs) operating within or serving 

customers in the European Union. By setting clear rules on how personal data must be collected, stored, 

and used, this regulation helps protect individuals’ privacy and ensures transparency and fairness in the 

handling of their information.

For SMEs, compliance with the GDPR involves establishing internal policies and procedures that safeguard 

customer data. This can mean obtaining explicit consent for data collection, limiting the amount of per-

sonal data collected to what is strictly necessary, and granting individuals the right to access, correct, 

!
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or delete their information. Additionally, SMEs must notify relevant authorities and affected individuals 

promptly in the event of a data breach.

Failure to comply with the GDPR can result in significant penalties, including substantial fines. While the 

specific amount depends on the severity and nature of the violation, even smaller businesses can face 

serious financial consequences. Beyond fines, non-compliance could lead to reputational damage, re-

duced customer trust, and potential legal actions, all of which can be especially challenging for SMEs to 

overcome.

Data Act: Regulates standards for data management and access, emphasizing the protection of user 

privacy. 

The Data Act is a critical piece of legislation for small and medium-sized enterprises (SMEs) operating within 

the European Union, as it sets clear rules on how data can be accessed, shared, and used. By creating a 

more transparent and fair digital environment, it encourages innovation and trust, allowing SMEs to com-

pete more effectively and offer better products and services to their customers.

Non-compliance with the Data Act can result in monetary fines and potentially other legal consequences. 

These penalties are designed not only to discourage violations but also to uphold a responsible approach 

to data handling and governance.

What must SMEs avoid under the Data Act? They must not misuse, withhold, or improperly restrict access 

to data when they are required to share it, nor can they neglect the privacy and data protection rights of 

those whose information they handle. In essence, SMEs must ensure that the data they control is treated 

in a manner that is lawful, transparent, and respectful of all involved parties’ rights.

Data Governance Act (DGA): Provides a legal framework for altruistic data management, including 

mechanisms for ethical data collection and sharing. 

The Data Governance Act (DGA) is a crucial piece of legislation for SMEs operating within the European 

Union, as it sets the framework for safe and trustworthy data sharing, both within and across borders. By 

clarifying the conditions under which certain categories of public-sector and private data can be accessed 

and re-used, the DGA aims to foster a more dynamic digital economy—one in which SMEs can benefit from 

improved market opportunities, greater innovation potential, and enhanced competitiveness.

For SMEs, adhering to the DGA is vital not only for accessing valuable data resources but also for earning 

customer trust and maintaining a positive reputation. Non-compliance with DGA requirements—such as 

failing to ensure proper data protection, misusing sensitive information, or not following transparent da-

ta-sharing protocols—can lead to enforcement actions by national supervisory authorities. These actions 

may include monetary penalties (fines), as well as non-financial measures, such as the suspension of cer-

tain data-sharing activities or additional oversight.

In practical terms, what SMEs must avoid includes any data-handling practices that breach the DGA’s 

core principles. This includes disregarding privacy safeguards, sharing data without the appropriate level 

of transparency and user consent, or neglecting to meet the obligations set forth for data intermediaries 

and data altruism organizations. Staying informed, investing in compliance training, and seeking expert 

advice when necessary will help SMEs not only meet DGA standards but also thrive in a fair, secure, and 

innovation-friendly digital landscape.

Module 1: Basic principles of corporate digital responsibility
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Digital Services Act (DSA): Establishes rules for online platforms to protect users and uphold their funda-

mental rights. 

The Digital Services Act (DSA) represents a critical piece of legislation for small and medium-sized enter-

prises (SMEs) operating in the online environment. It aims to ensure a safer, fairer digital marketplace by 

setting clear obligations for digital service providers, including those managing online platforms, hosting 

user-generated content, or engaging in targeted advertising. For SMEs, adhering to the DSA is essential. 

Non-compliance can result in substantial penalties, often involving significant monetary fines. In some 

instances, authorities may impose additional corrective measures, including adjustments to internal pro-

cesses, removal of non-compliant features, or even temporary suspension of services.

Businesses must clearly communicate their terms and conditions, content moderation policies, and the 

logic behind recommendation algorithms. They should also provide accessible methods for users to report 

illegal content. SMEs are required to respond promptly to notices of illegal content and maintain fair, trans-

parent procedures for handling user complaints. They should avoid arbitrary or discriminatory moderation 

decisions. Ensuring that user data is protected, not misused, and handled in compliance with relevant 

privacy laws (such as the GDPR) is vital. This includes honest disclosure regarding the collection and use of 

personal data in targeted advertising.

Digital Markets Act (DMA): Regulates digital market actors, particularly large platforms, to ensure fair 

market competition. 

The Digital Markets Act (DMA) is a vital piece of European Union legislation designed to ensure fairness, 

competition, and openness in the digital marketplace. Although it primarily targets large online plat-

forms—often referred to as “gatekeepers”—its significance for Small and Medium-sized Enterprises (SMEs) 

lies in the more level playing field it helps create. By curbing the power of dominant platforms, the DMA 

gives smaller businesses an opportunity to gain visibility, reach customers more easily, and grow without 

being unfairly blocked or overshadowed.

Non-compliance with the DMA’s rules can lead to severe consequences, including substantial fines. In 

some instances, these penalties can amount to a significant percentage of a company’s global turnover, 

which is designed to deter the most powerful platforms from engaging in harmful practices. While SMEs 

are generally not the primary targets of these strict measures, it’s important for any business operating 

within the EU’s digital market to understand the regulations. In the rare case that an SME would be con-

sidered a gatekeeper, it must avoid engaging in restricted behaviors, such as self-preferencing (favoring 

its own products or services over competitors’), withholding critical data from business users, or limiting 

interoperability with rival platforms.

European Declaration on Digital Rights and Principles for the Digital Decade: Outlines guidelines ad-

dressing ethical and societal concerns related to digital transformation. 

The European Declaration on Digital Rights and Principles for the Digital Decade is a significant framework 

for small and medium-sized enterprises (SMEs) as it establishes clear guidelines to promote a fair, inclusive, 

and sustainable digital transformation across the EU. By adhering to the principles outlined in the Declara-

tion, SMEs can enhance their competitiveness, ensure compliance with European standards, and contrib-

ute to building trust with customers and partners.

SMEs are encouraged to ensure that their digital practices do not exclude certain groups, promoting 

equal opportunities for all. The Declaration emphasizes the ethical use of technology, urging SMEs to 
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prioritize privacy, security, and transparency in their digital operations. SMEs should align their digital trans-

formation efforts with sustainability goals, ensuring environmentally friendly practices. It stresses the im-

portance of respecting consumers’ rights in the digital environment, which directly impacts SMEs offering 

online services or products.

While the Declaration itself does not prescribe penalties, its principles align with enforceable EU regulations 

such as the General Data Protection Regulation (GDPR) and the Digital Services Act (DSA). Non-compli-

ance with these linked regulations can result in significant financial penalties, legal liabilities, and reputa-

tional damage. SMEs must ensure they do not:

• Violate data protection and privacy rights (e.g., misuse of personal data, non-compliance with 

GDPR).

• Engage in discriminatory practices in their digital services or hiring practices.

• Ignore accessibility requirements for their digital platforms and services, ensuring inclusivity for 

individuals with disabilities.

• Spread or amplify harmful or illegal content, as governed by the DSA.

Code of Practice on Disinformation: Focuses on transparency in political advertising, fact-checking, and 

reducing the spread of disinformation. 

The Code of Practice on Disinformation is a significant framework for SMEs operating in the digital land-

scape, particularly those engaged in online advertising, content creation, or platform management. It 

serves as a voluntary commitment to combat the spread of false information online, ensuring transparen-

cy, authenticity, and trustworthiness in digital communications. 

Compliance with the Code helps SMEs demonstrate their commitment to ethical practices, enhancing 

their reputation and fostering consumer confidence. Adhering to the Code prepares SMEs to align with 

potential future regulations and avoids potential risks associated with non-compliance. By promoting 

transparent and accurate information, SMEs can differentiate themselves in a crowded market.

While the Code itself is voluntary, non-compliance may lead to indirect consequences. If SMEs operate 

in jurisdictions where disinformation is regulated by law, failure to comply with the Code’s principles may 

result in fines or legal actions under local regulations. Breaching the principles of the Code can harm an 

SME’s brand image, potentially leading to loss of business partnerships and customer trust. Digital platforms 

adhering to the Code may limit or suspend accounts found violating its guidelines. To comply with the 

Code, SMEs must avoid the following:

• Spreading False Information: SMEs must ensure their content does not intentionally mislead or 

deceive the public.

• Manipulating Algorithms: They should not use or enable the use of deceptive practices like bots 

or fake accounts to artificially amplify messages.

• Lack of Transparency: SMEs must disclose sponsored content, partnerships, or paid advertise-

ments clearly to audiences.

• Ignoring Reporting Mechanisms: SMEs must cooperate with efforts to monitor and report disinfor-

mation, ensuring accountability in their operations.

Code of Conduct on Countering Illegal Hate Speech Online: Encourages platforms to take an active 

role in combating hate speech. 

The Code of Conduct on Countering Illegal Hate Speech Online is a critical framework for small and me-

dium-sized enterprises (SMEs) operating in the digital space. It underscores the importance of preventing 
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and addressing the dissemination of illegal hate speech online, ensuring a safer and more inclusive digital 

environment. For SMEs, particularly those managing social media platforms, forums, or other online com-

munities, adherence to this Code is not only a legal responsibility but also a demonstration of corporate 

social responsibility. Compliance can strengthen their reputation, foster trust among users, and mitigate 

risks of legal repercussions. Additionally, alignment with the Code can help SMEs avoid being associated 

with harmful content, which could negatively impact their brand image and customer relationships.

Non-compliance with the Code can lead to financial penalties, such as fines imposed by relevant regu-

latory authorities, or other sanctions, depending on the jurisdiction. In severe cases, businesses may face 

additional consequences, such as restrictions on platform operations or reputational damage. The exact 

penalties vary across EU member states and depend on the nature and extent of the violation.

SMEs must ensure they:

• Remove or disable access to illegal hate speech within 24 hours of receiving a valid notification.

• Maintain a system to efficiently handle reports of hate speech from users or law enforcement.

• Implement proactive measures, such as content monitoring systems, to prevent the spread of 

hate speech.

• Provide transparency reports detailing their actions to tackle illegal content.

• Avoid creating or sharing content that could be classified as illegal hate speech themselves.

Cybersecurity Act: Strengthens security standards and practices for digital services. 

The Cybersecurity Act is a critical regulation that directly impacts Small and Medium Enterprises (SMEs) 

by establishing a framework for ensuring the security of digital products, services, and processes. SMEs 

often handle sensitive customer data, proprietary business information, and financial details. Compliance 

with the Cybersecurity Act helps protect these assets from cyber threats, ensuring business continuity and 

safeguarding reputation. Adhering to the Act demonstrates a commitment to cybersecurity, which can 

enhance trust among customers and business partners. It also positions SMEs as reliable entities in compet-

itive markets where cybersecurity is increasingly prioritized.

Non-compliance can lead to severe legal and financial repercussions, making adherence to the Act a 

proactive measure to avoid potential liabilities. Violations of the Cybersecurity Act can result in fines im-

posed based on the severity of the breach or non-compliance, potential suspension of certain business 

operations until compliance is achieved, and loss of trust among clients and partners, leading to long-term 

business challenges.

SMEs must avoid the following violations to remain compliant:

• Failure to implement or maintain the mandatory cybersecurity measures outlined by the Act.

• Providing false or incomplete information during audits or regulatory checks.

• Not reporting data breaches or cybersecurity incidents to the relevant authorities within the 

specified timeframe.

• Employing software, hardware, or digital solutions that do not meet the Act’s security certifications.

NIS 2 Directive (Network and Information Systems Directive 2): The successor to the original NIS Di-

rective, enhancing cybersecurity resilience across critical EU sectors, including energy, healthcare, and 

digital infrastructure. 

The NIS 2 Directive is a critical piece of legislation for small and medium-sized enterprises (SMEs) operating 

within the European Union, particularly those involved in essential and important sectors such as energy, 
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transport, healthcare, and digital infrastructure. The directive aims to strengthen the overall cybersecurity 

resilience of the EU by setting stricter requirements for network and information systems security.

For SMEs that qualify as operators of essential or important entities, the NIS 2 Directive is vital because it en-

sures the protection of their systems from cyber threats, enhances operational continuity, and safeguards 

sensitive data. Compliance with the directive can also boost customer trust and competitiveness in the 

market, as it demonstrates a commitment to high cybersecurity standards.

Failure to comply with the NIS 2 Directive can result in financial penalties or other corrective measures, 

such as mandatory operational changes or restrictions on business activities. These penalties are deter-

mined at the national level by member states but can be significant, potentially amounting to a percent-

age of annual turnover, depending on the severity of the breach.

Regulation on Privacy and Electronic Communications (ePrivacy Regulation): Complements the 

GDPR by focusing on privacy in electronic communications, including cookie use and user tracking. 

The Regulation on Privacy and Electronic Communications (often referred to as the ePrivacy Di-

rective or Regulation) is a crucial legal framework for Small and Medium Enterprises (SMEs) that en-

gage in digital communication and marketing. This regulation ensures that businesses respect the 

privacy rights of individuals, particularly in electronic communications such as email, text messaging, 

and cookies used for tracking online behavior. The regulation plays a pivotal role in fostering trust 

between SMEs and their customers by emphasizing transparency, consent, and the protection of 

personal data. For SMEs, compliance is not only a legal obligation but also an opportunity to demon-

strate a commitment to ethical practices, thereby building customer loyalty and safeguarding their 

reputation.

Non-compliance with the regulation can result in significant penalties, including hefty fines. In some juris-

dictions, fines may reach up to millions of euros, depending on the severity and scope of the violation. 

Additionally, non-compliance may lead to reputational damage, legal action from affected individuals, 

or restrictions on business operations. SMEs must ensure they adhere to the following critical requirements:

• Sending electronic marketing communications (e.g., emails, SMS) without the recipient’s prior 

consent is prohibited, unless the contact is an existing customer under specific conditions.

• SMEs must obtain explicit consent before placing tracking cookies on a user’s device, except for 

cookies strictly necessary for website functionality.

• Confidentiality and security of communications must be maintained to prevent unauthorized 

access or breaches.

• Individuals must have the ability to easily withdraw their consent at any time.

Open Data Directive: Provides rules for the reuse of public sector information, promoting transparency 

and digital innovation. 

The Open Data Directive is a pivotal piece of legislation for SMEs, as it facilitates access to public sector 

information and promotes data re-use. By ensuring transparency and standardization across the EU, the 

Directive provides SMEs with significant opportunities to develop innovative products and services based 

on open data. The Directive allows SMEs to access valuable public sector data, such as geographical, 

legal, meteorological, and economic information, often free of charge or at minimal cost, leverage this 

data to create new business models, enhance decision-making processes, and improve competitiveness 

in domestic and international markets, and avoid administrative barriers by setting uniform rules for data 

access and re-use across EU member states.
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Non-compliance with the Open Data Directive can lead to penalties that vary across EU member states. 

SMEs or entities violating the Directive may be subject to fines, especially if they misuse public sector infor-

mation or fail to adhere to licensing requirements. Violations can harm the credibility of SMEs, particularly 

those relying on partnerships with public sector organizations. To comply with the Directive, SMEs must 

respect any associated licenses and conditions, such as attribution or usage restrictions, and must not 

misrepresent the source or intended use of the data they utilize.

Artificial Intelligence Act (AI Act): The world’s first legal framework regulating AI development, applica-

tion, and use, emphasizing ethical and safety standards. 

The Artificial Intelligence Act (AI Act) is a critical piece of legislation for SMEs, especially those developing 

or using AI systems. This regulation aims to establish a trustworthy framework for AI by addressing risks and 

ensuring compliance with ethical and legal standards. The AI Act promotes a level playing field by ensur-

ing that SMEs can compete fairly while adhering to the same rules as larger enterprises. It fosters trust in AI 

technologies, which is essential for market acceptance and growth. SMEs benefit from reduced compli-

ance costs, as the Act includes provisions to support smaller businesses in meeting requirements.

Breaches of the AI Act can result in significant fines, depending on the severity of the infraction. For exam-

ple: Non-compliance with data governance and transparency requirements may lead to fines of up to 

€20 million or 4% of global annual turnover, whichever is higher. In extreme cases, SMEs may face restric-

tions or bans on deploying non-compliant AI systems.

High-risk AI systems (e.g., those used in healthcare, education, or employment) must meet stringent re-

quirements. SMEs must assess and classify their AI systems correctly to avoid violations. AI systems inter-

acting with humans must disclose that they are AI-based. Training data must be free of bias, accurate, 

and representative to prevent discriminatory outcomes. High-risk systems must have mechanisms ensuring 

human intervention where necessary. Certain AI applications, such as those enabling manipulative or 

exploitative behaviors, are outright banned.

Common elements across all listed laws and regulations, particularly relevant for SMEs, include the follow-

ing aspects:

• Data Protection and Privacy:
 Nearly all of these regulations, from the GDPR and the ePrivacy Regulation to new proposals like 

the Data Act, emphasize the need for responsible handling of personal data. SMEs must ensure 

compliance with rules regarding the collection, processing, and storage of personal data, as well 

as transparently inform users about their rights.

• Security and Resilience of Information Systems:
 Regulations such as the NIS Directive, NIS 2 Directive, Cybersecurity Act, and DORA place par-

ticular emphasis on strengthening cybersecurity and resilience against digital threats. SMEs are 

encouraged to implement robust security measures, regularly update systems, train staff, and 

establish mechanisms to protect against cyberattacks.

• Fair and Transparent Market Competition:
 The Digital Markets Act and other regulations governing the digital marketplace highlight the 

importance of creating fair market conditions and eliminating practices that could limit com-

petition. For SMEs, this means easier access to digital markets without discrimination by large 

platforms.

• Transparency in the Operations of Digital Platforms and Intermediaries:
 The Digital Services Act, Code of Practice on Disinformation, and Code of Conduct on Counter-

ing Illegal Hate Speech Online encourage platforms and online services to communicate clear-

ly, moderate content responsibly, and proactively prevent illegal or misleading content. SMEs 
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acting as digital service providers or users of such platforms must understand and adhere to 

these standards, thereby increasing user trust.

• Ethics, Accountability, and Compliance with European Values:
 Regulations such as the AI Act, Data Governance Act, and the European Declaration on Digital 

Rights and Principles emphasize the ethical dimension of digital transformation and the responsi-

ble management of data and technology. SMEs need to ensure that their products and services, 

particularly those involving artificial intelligence or personal data processing, comply with Euro-

pean standards of ethics, human rights, and democratic values.

• Promoting Innovation, Interoperability, and Data Reuse:
 The Open Data Directive, High-Value Datasets Regulation, and European Health Data Space 

encourage data openness, interoperability, and innovation. This offers SMEs opportunities to de-

velop new services and products using available data while adhering to prescribed protection 

and security standards.

Commandments SMEs 
Should Follow and Avoid

Ten Commandments SMEs Should Follow:
1. Implement robust measures ensuring 

data is collected, stored, and used 

transparently and lawfully.

2. Handle data ethically, ensuring user 

privacy and fairness in data sharing.

3. Clearly communicate terms of use, 

content moderation policies, and 

advertising practices to users.

4. Uphold privacy in electronic 

communications, obtaining consent 

before using tracking cookies or 

sending marketing messages.

5. Maintain secure digital systems and 

report any breaches promptly.

6. Ensure digital platforms are accessible 

to all, including individuals with 

disabilities.

7. Verify content accuracy, disclose 

sponsored material, and participate in 

efforts to counter misinformation.

8. Remove illegal hate speech promptly 

and implement systems to address 

reports effectively.

9. Ensure transparency, avoid bias, and 

use AI responsibly in all applications.

10. Use public sector data innovatively 

while respecting licensing conditions 

and ensuring lawful usage.

Ten Commandments SMEs Should Avoid:
1. Never collect or process personal 

data without explicit consent.

2. Do not disregard security standards 

when sharing or storing data.

3. Do not fail to address user-reported 

illegal content or discriminatory 

moderation.

4. Avoid amplifying or disseminating 

misleading or fake content.

5. Do not engage in actions that exclude 

or disadvantage specific user groups 

in digital services.

6. Avoid using non-compliant software 

or fail to implement mandatory 

cybersecurity measures.

7. Refrain from deploying AI systems that 

exploit or manipulate users.

8. Avoid sending unsolicited marketing 

or neglecting user consent for tracking 

cookies.

9. Do not ignore hate speech on 

platforms or fail to take appropriate 

action when notified.

10. Avoid violating licensing conditions 

or misrepresenting the use of public 

data.

!
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The Importance of
Implementing CDR in
European SMEs

The implementation of Corporate Digital Responsibility (CDR) is not merely an obligation but also an op-

portunity for SMEs to strengthen their operations and prepare for the challenges of the digital age. A focus 

on privacy, security, transparency, and sustainability enables SMEs to build trust, differentiate themselves in 

the market, and ensure long-term resilience. By embracing CDR, SMEs not only meet the expectations of 

consumers and regulatory bodies but also contribute to the creation of a responsible and inclusive digital 

society.

Implementing CDR is essential for ensuring sustainable, ethical, and accountable business practices in the 

digital era. Digitalization offers numerous advantages, such as increased efficiency and access to innova-

tion, but it also introduces new challenges related to privacy, data security, ethical dilemmas, and envi-

ronmental sustainability. Despite their limited resources, SMEs have a unique opportunity and imperative to 

adopt CDR, ensuring their long-term competitiveness, legal compliance, and customer trust.

Digital transformation is the foundation of modern business, but it must be pursued responsibly to avoid 

negative impacts on society and the environment. SMEs often use digital technologies to optimize pro-

cesses and deliver services; however, without clear CDR guidelines, they risk reputational damage and 

legal sanctions, such as those arising from data privacy violations or non-compliance with regulations like 

GDPR.

Transparency and ethical data management are crucial for building user trust, which is particularly impor-

tant for SMEs that rely on close relationships with their clients. Research shows that consumers increasingly 

value companies that act responsibly in the digital realm and are willing to pay more for products and 

services that guarantee higher levels of security and privacy.

Regulatory frameworks such as GDPR and the EU AI Act require businesses to adhere to strict rules con-

cerning privacy, data security, and the use of artificial intelligence. SMEs that implement CDR strategies 

not only mitigate legal risks but also actively contribute to shaping a sustainable digital society.
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Barriers to Implementing
CDR in European SMEs

The implementation of Corporate Digital Responsibility (CDR) faces numerous challenges, particularly for 

SMEs, due to their limited resources and structural specificities. One of the most significant barriers for 

SMEs is their resource constraints. Financial resources and human capacities are often allocated to core 

operational activities, leaving little room for the implementation of new digital and ethical initiatives. SMEs 

struggle to finance essential CDR activities, such as ensuring data privacy, complying with regulatory re-

quirements like GDPR, and investing in employee training.

Adopting regulatory requirements, such as the General Data Protection Regulation (GDPR), and aligning 

with global CDR standards is often challenging for SMEs. Adapting to these norms demands technical ex-

pertise and resources that smaller organizations often lack. Additionally, the absence of standardized tools 

for measuring and implementing CDR further complicates their approach to digital responsibility.

The technological infrastructure required for implementing CDR, such as systems for data protection, trans-

parent algorithm management, and resource optimization, frequently exceeds the capabilities of SMEs. 

Tools like artificial intelligence (AI) and automation, while promising productivity gains, also introduce ethi-

cal challenges such as algorithmic bias, necessitating sophisticated methods for oversight and evaluation.

Awareness of the importance of CDR within SMEs is often low. Managers and employees do not fully under-

stand the societal and environmental impacts of digital technologies, making it difficult to embrace new 

practices. The lack of internal educational programs on key CDR principles, such as ethical data use and 

responsible digitalization, exacerbates this issue.

While large corporations possess the resources to meet high consumer expectations regarding digital re-

sponsibility, SMEs often face pressure to remain competitive, even if this means neglecting CDR practices. 

Market segmentation reveals that different consumer groups have varying priorities, but SMEs frequently 

lack the capacity to tailor their offerings to these specific needs.

Unlike large organizations, SMEs do not have access to specialized teams for data management and 

digital solution implementation. The assistance of external consultants or partnerships often exceeds their 

financial capabilities, and local incentives or grants are not always accessible or tailored to the unique 

needs of the SME sector.

Module 1: Basic principles of corporate digital responsibility
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Overcoming Barriers to
Implementing CDR in
European SMEs

Employee education represents one of the most effective ways to overcome these challenges. Through 

systematic training, employees can be educated on the fundamentals of Corporate Digital Responsibility 

(CDR), the importance of data privacy and security, and methods for implementing responsible digital 

management. Such education not only ensures compliance with regulations but also helps SMEs build 

client trust and gain a competitive edge.

SMEs can start with basic CDR practices that require minimal resources. For example, simple and accessible 

technologies, such as open-source encryption tools or basic data protection systems, can serve as an initial 

step. Gradual implementation of more complex solutions allows for adaptation without overwhelming finan-

cial and technical capacities. Research shows that users value data privacy and security, transparency, 

and organizational accountability the most. SMEs should prioritize these aspects by developing clear privacy 

policies and ensuring a minimum level of security, even for basic versions of their products or services.

Collaboration with other businesses, industry organizations, or technological partners can also help SMEs 

share resources and reduce the costs of implementing CDR. Outsourcing specific tasks, such as security 

audits or legal advice, can be a cost-effective solution. National and EU initiatives for SME digitalization 

often provide financial support and technical resources. SMEs should actively seek out such programs to 

minimize the costs of implementation.

Implementing CDR in SMEs not only ensures compliance with regulatory requirements but also fosters trust 

among users. Transparency and security become marketing advantages that can differentiate SMEs from 

their competitors. Additionally, tailored and sustainable digital systems optimize business operations and 

reduce the negative environmental impact, which is increasingly important in a socially conscious society.

The Importance of 
SMEs for the EU Economy

Small and medium-sized enterprises (SMEs) form the backbone of the European economy, 

accounting for 99.8% of all non-financial businesses in the European Union (EU). They employ 

approximately two-thirds of the EU workforce, making them key players in job creation and 

economic growth. According to the European Investment Bank, there are around 23 million 

small businesses in Europe, generating a significant portion of the total added value in the 

non-financial sector. Their flexibility and adaptability to market changes make them vital for 

driving innovation and enhancing the competitiveness of the European economy. SMEs also 

play a crucial role in promoting entrepreneurship and regional development, often serving as 

catalysts for local economies and providing employment opportunities across various sectors. 

Their presence contributes to economic diversification and helps reduce regional disparities.

!
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SMEs in terms of their
digitalization needs and
capabilities

Distinguishing small and medium-sized enterprises (SMEs) in terms of their digitalization needs and capa-

bilities can be based on a range of categories and factors that influence how ready, willing, and able a 

company is to undertake a digital transformation. Taking these factors into account, SMEs can be cate-

gorized according to their digitalization needs and capabilities based on their industry, level of digital ma-

turity, organizational culture, financial resources, employee skill sets, available infrastructure, and market 

and regulatory demands.

Level of Digital Maturity and Existing Digital Infrastructure:
• Basic Digital Presence: Companies that utilize fundamental digital tools (e-mail, website, social 

media) primarily as communication channels with customers.

• Integrated Digital Systems: Companies with integrated business applications such as CRM, ERP, 

e-commerce platforms, accounting software, or digital project management tools.

• Advanced Digital Solutions: Companies leveraging advanced analytics, IoT, artificial intelli-

gence, robotics, big data, or sophisticated cloud platforms.

Industry Sector and Specific Digital Needs:
• High Digital Intensity Industries (IT, Telecommunications, E-Commerce): Naturally oriented 

toward digital solutions.

• Manufacturing and Logistics Companies (Industry 4.0): Require IoT, automation, smart sensor 

networks, and digital supply chains.

• Service Sectors (Tourism, Hospitality, Finance): Emphasis on online bookings, digital market-

ing, customer support applications, and secure online transactions.

• Micro and Local Enterprises with Limited Digital Needs: Restricted to basic tools, but with po-

tential to leverage social media and simple e-tools to increase reach.

Organizational Culture, Managerial Vision, and Willingness to Change:
• Digitally Oriented Leadership: Companies led by management that proactively encourages 

the adoption of new technologies and continuously tracks technological trends.

• Conservative Organizations: Management and employees are cautious or resistant to change, 

showing limited digital ambition.

• Companies Reacting to External Pressure: Digitalize for survival in the marketplace (e.g., due 

to pandemic circumstances or global competitors).

Level of Digital Skills and Competencies in the Workforce:
• High Digital Literacy: Companies whose employees possess solid IT skills, easily adopt new tools 

and technologies.

• Low Digital Literacy: Require investment in training, external support, or new personnel to suc-

cessfully implement digitalization.

• Availability of Consultants and External Experts: Companies that rely on IT consultants, agen-

cies, or technology providers to implement digital solutions.

Module 1: Basic principles of corporate digital responsibility
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Financial Strength and Access to Funding for Digital Transformation:
• Sufficient Resources for Advanced Tools and Systems: Companies able to implement com-

plex and costly digital projects without difficulty.

• Limited Resources: Companies favoring low-budget or freemium digital tools and seeking sub-

sidies, loans, EU funds, or government incentives.

Technological Infrastructure and Access to Digital Services:
• Availability of High-Speed Internet and Cloud Services: In rural or less connected areas, SMEs 

may face limited options for digital advancement.

• Willingness to Outsource and Form Partnerships: Companies that partner with IT firms, start-

ups, or technology incubators to accelerate digitalization.

Market Needs and Types of Clients:
• B2C-Oriented Companies: Greater need for online sales channels, social media, and e-com-

merce platforms.

• B2B Suppliers and Manufacturers: Focus on digital data exchange, integration with suppliers 

and customers through digital platforms and ERP systems.

Security, Legal, and Regulatory Aspects:
• Companies with High Security and Data Protection Requirements (Finance, Healthcare): 

Emphasis on cybersecurity, encryption, and compliance with regulations like GDPR.

• Lower Security Needs: Generally less complex security tools required, though basic cybersecu-

rity measures remain essential.
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Questionnaire for Assessing
SME Digitalization Needs and
Tailoring Training Programs

Based on the previously discussed distinctions among SMEs, it is possible to develop a complementary 

questionnaire. Let us recall that a questionnaire is a tool used to assess the level of an enterprise’s digital 

readiness and needs. By carefully selecting questions that address factors such as digital maturity, indus-

try-specific requirements, organizational culture, employee skill sets, financial resources, and infrastructural 

conditions, this questionnaire can yield valuable insights into the precise type of support and educational 

resources an SME may require. As a result, the ensuing training and guidance can be more effectively tai-

lored, ensuring a meaningful and positive impact on the company’s journey toward digital transformation. 

The questionnaire is designed as a general framework. Each trainer adapts it according to their specific 

needs, taking into account the regional context in which they operate and the unique characteristics of 

the SMEs they are tasked with training. This approach ensures that the assessment process remains flexible, 

culturally sensitive, and truly reflective of the enterprise’s actual situation, ultimately allowing for more ef-

fective and meaningful guidance.

Instructions: Please answer the following questions to help us understand your company’s current stage 

of digitalization, resources, market focus, and training needs. Your responses will guide the customization 

of educational and support materials that best fit your organization.

1  Digital Maturity and Infrastructure
1.1 Which best describes your company’s current digital presence?

A)  Primarily using e-mail, a basic website, and/or social media 

for communication with customers.

B)  Utilizing integrated business applications (e.g., CRM, ERP, 

e-commerce, accounting software, project management 

tools).

C)  Employing advanced digital solutions (e.g., IoT, artificial in-

telligence, robotics, big data analytics, sophisticated cloud 

platforms).

1.2  How frequently do you update or upgrade your digital tools 

and platforms?

A)  Rarely, we rely on basic, long-standing tools.

B)  Occasionally, as new business needs arise.

C)  Regularly, to stay current with the latest technologies.

1.3  Do you have dedicated IT personnel or a technology team re-

sponsible for digital tools and systems?

A)  No, we rely on external help or non-specialist staff.

B)  Yes, we have at least one dedicated IT professional.

C)  Yes, we have a full IT team and/or specialized units manag-

ing advanced digital solutions.

Module 1: Basic principles of corporate digital responsibility



29Corporate Digital Responsibility in Small and Medium-Sized Enterprises

2  Industry Sector and Specific Digital Needs
2.1  Which category best describes your company’s primary indus-

try sector?

A)  High digital intensity (IT, Telecommunications, E-Commerce)

B)  Manufacturing or Logistics (Industry 4.0 context)

C)  Service sector (e.g., Tourism, Hospitality, Finance)

D)  Micro/local enterprise with limited digital needs

2.2 Does your industry require specialized digital tools or platforms (e.g., 

IoT networks in manufacturing, e-commerce platforms in retail)?

A)  Not really, basic digital tools suffice.

B)  Yes, we need some specialized solutions to improve opera-

tions.

C)  Yes, we depend heavily on advanced or industry-specific 

digital solutions.

3  Organizational Culture and Willingness to Change
3.1 How would you describe your leadership’s attitude toward 

adopting new digital technologies?

A)  Cautious and hesitant; change is slow.

B)  Reactive; we implement changes primarily when external 

circumstances force us.

C)  Proactive and forward-looking; management actively 

seeks and encourages new technologies.

3.2  Do you have a formal digital strategy or roadmap endorsed by 

management?

A)  No, we do not have a formal digital strategy.

B)  Somewhat, we have informal plans but not a fully defined 

strategy.

C)  Yes, we have a clear, documented strategy focusing on 

digitalization goals.

4   Level of Digital Skills and Workforce Competencies
4.1  How would you rate the overall digital literacy level of your em-

ployees?

A)  Low; most employees are not comfortable with advanced 

digital tools.

B) Moderate; employees can use common software and can 

learn new tools with some training.

C)  High; employees adapt quickly to new technologies and 

require minimal training.

4.2 Have you previously invested in training or upskilling employees 

in digital competencies?

A)  Rarely or never.

B)  Occasionally, when new tools were introduced.

C)  Regularly, as part of ongoing professional development.
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4.3  Do you rely on external consultants or IT service providers 

for digital support?

A)  No, or very rarely.

B)  Yes, occasionally for specific projects.

C)  Yes, we frequently work with consultants, agencies, or tech-

nology providers.

5  Financial Resources and Funding for Digital Transformation
5.1  How would you describe your company’s ability to invest in dig-

ital tools and technologies?

A)  Limited; we look for low-cost or free solutions.

B)  Moderate; we can invest in some tools but may seek exter-

nal funding or subsidies.

C)  Strong; we can fund advanced technologies and larg-

er-scale digital projects with ease.

5.2  Are you currently exploring external funding options (e.g., loans, 

grants, EU funds, government incentives) for digital initiatives?

A)  No, not at this time.

B)  Yes, we are considering or have applied for external funding.

C)  Yes, we have successfully obtained external funding in the past.

6  Technological Infrastructure and Access to Digital Services
6.1  How reliable is your internet connection and access to cloud 

services?

A)  Unreliable or limited; poor infrastructure affects digital adoption.

B)  Adequate; we have a stable connection sufficient for most tools.

C)  Excellent; we have high-speed internet, robust cloud ser-

vices, and no connectivity barriers.

6.2  Are you open to partnerships with IT firms, start-ups, or technolo-

gy incubators to enhance your digital capabilities?

A)  Not currently; we prefer to remain self-sufficient.

B)  Possibly, if it proves beneficial.

C)  Yes, we actively seek partnerships to accelerate digitalization.

7  Market Needs and Client Focus
7.1  Who are your primary customers?

A)  Individual consumers (B2C)

B)  Other businesses or organizations (B2B)

C)  Both B2C and B2B customers

7.2  Do you require specialized digital sales channels or data ex-

change platforms to serve your customers?

A)  No, basic online presence meets our needs.

B)  Somewhat; we could benefit from more robust e-com-

merce or data integration tools.

C)  Yes, advanced digital channels and integrated systems are 

essential for our business model.

Module 1: Basic principles of corporate digital responsibility
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8  Security, Legal, and Regulatory Aspects
8.1  What level of security and data protection is required in your 

sector?

A)  Basic; we follow standard security measures but have no 

strict industry mandates.

B)  Moderate; we handle sensitive data and must comply with 

some regulations.

C)  High; stringent regulations (e.g., finance, healthcare) re-

quire strong cybersecurity measures, encryption, and strict 

compliance.

8.2  Are you familiar with data protection laws and regulations (e.g., 

GDPR) applicable to your operations?

A)  Not much; we rely on basic understanding.

B)  Somewhat; we have a general understanding but may 

need more guidance.

C)  Yes, we are well-versed and have policies in place to en-

sure compliance.

Next Steps:

Based on your responses, we will:

• Identify your company’s current stage of digital maturity.

• Assess the complexity of your digital needs based on industry, infrastructure, and market orienta-

tion.

• Determine the level of training and support required for both management and staff, ranging 

from foundational digital skills to advanced technology adoption.

• Recommend tailored educational materials, coaching sessions, or external partnerships to help 

guide your digital transformation journey.

Thank you for completing this questionnaire. Your answers will enable us to customize the training and 

resources that best support your SME’s digital advancement.
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Strategic steps for
implementing CDR in SMEs

Before initiating any comprehensive CDR strategy in SME, it is crucial to first understand the current level of 

the company’s digital maturity. This assessment provides a baseline from which all subsequent measures 

can be more effectively tailored and implemented. A practical starting point is to adapt a structured 

questionnaire that evaluates how extensively and effectively digital tools, platforms, and processes are 

currently utilized within the organization.

Once the digitalization maturity level is clearly established, the focus shifts to nurturing a culture of CDR 

awareness among employees. The depth of employee training—encompassing both technical under-

standing and the ethical implications of digital practices—directly correlates with how deeply CDR princi-

ples are embedded into the organizational culture. In other words, the more employees comprehend why 

and how to integrate responsible digital principles in their day-to-day operations, the stronger the culture 

of CDR becomes within the SME.

It is important to note that while broad awareness and basic competencies can be fostered internally, the 

more intricate technical details—such as advanced cybersecurity measures or sophisticated data pro-

tection practices—are best managed by specialized experts. The SME can seek assistance from external 

professionals and trusted public-sector bodies, particularly those designed to support regional business 

development. These organizations often provide consultancy, training, and resources that help SMEs nav-

igate complex digital landscapes, ensuring that best practices are adopted in a way that is both compli-

ant and sustainable.

1  Identify the Digital Business Aspects Under CDR Principles:
Begin by mapping out all areas of your digital operations that may be influenced by Corporate Digital 

Responsibility. This includes data collection and storage, online transaction systems, digital marketing ac-

tivities, and customer relationship management tools. Determine which processes involve personal data, 

environmental considerations (like energy consumption of servers), or potential social impacts (such as 

inclusive website design).

2  Determine Which CDR Measures Can Be Implemented at No Additional Cost:
Review the identified areas to see which CDR improvements can be made using existing resources and 

knowledge. For instance, enhancing privacy notices, adjusting cookie settings to be more transparent, or 

providing staff with basic data protection training using in-house experts may not incur extra costs. Focus 

on those low-hanging fruits to quickly improve compliance and ethical standards without further financial 

investment.

3  Explore CDR Aspects that Can Be Supported by Public Entities and BSOs:
Investigate opportunities to collaborate with regional public entities, local business support organizations 

(BSOs), or industry associations. These bodies may offer grants, training programs, advisory services, or 

technology subsidies aimed at fostering responsible digital practices. Identify which CDR measures—such 

as implementing advanced cybersecurity solutions, conducting energy audits, or obtaining certifica-

tions—can be facilitated through public-sector support or regional SME initiatives.

Module 1: Basic principles of corporate digital responsibility
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The most common
SMEs in the EU

While the exact ranking may vary slightly depending on the year and source of statistics, the 

following list is based on the typical distribution of SMEs by NACE sectors (the statistical classi-

fication of economic activities) in the European Union:

• Wholesale and retail trade, including repair of motor vehicles and motorcycles

• Professional, scientific, and technical activities

• Construction

• Manufacturing

• Accommodation and food service activities

• Administrative and support service activities

• Information and communication

• Real estate activities

• Transportation and storage

• Arts, entertainment, and recreation or Other service activities

!
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Three Hypothetical
Examples of SMEs

Hypothetical SME Example 1:  
A Retail Grocery Store

We selected three hypothetical SMEs from different industries and with varying levels of digital maturity 

to explore how the principles of CDR can be applied differently based on their unique circumstances. 

This approach allows us to examine tailored strategies that address specific challenges and opportunities 

faced by businesses at different stages of digital adoption. After conducting the questionnaire, we see 

that we have three retail grocery stores that differ in their level of digital maturity.

Store A: The Neighborhood Corner Market
This small, family-owned grocery store relies on a Basic Digital Presence to stay connected with its com-

munity. The owners use a simple website to post weekly promotions and seasonal product offerings. Their 

social media pages feature quick updates about fresh produce arrivals, while a monthly e-mail newsletter 

shares cooking tips and local event announcements. Though digital engagement is minimal, it helps them 

maintain warm and personal relationships with their loyal customers. In this scenario, CDR principles can 

be integrated into several key areas of the store’s existing digital presence:

Website Content and Promotions

By carefully managing the information they collect—such as customer preferences inferred from 

popular promotion pages or frequently viewed items—the store can ensure that data is both ethically 

gathered and securely stored. This might include transparent notices on how data is used, as well as 

options for visitors to adjust their privacy settings.

Social Media Interactions

The store can apply CDR principles by respecting users’ privacy when analyzing engagement on 

social platforms. For example, before tailoring content or targeted messages, the store should clearly 

communicate how they use social media data, allow customers to opt out of data-driven personali-

zation, and promptly honor requests for data removal or anonymization.

E-mail Newsletter Distribution

When sending monthly newsletters, the store can emphasize responsible data handling by making 

it easy to unsubscribe, providing accessible privacy policies, and explaining how subscribers’ e-mail 

addresses and browsing behavior (such as which newsletter links they click) are utilized to improve 

content relevance without compromising personal information.

Store B: The Urban Fresh Hub
Known for its trendsetting selection of healthy foods, this medium-sized grocery operation employs Inte-
grated Digital Systems to streamline its business. A Customer Relationship Management (CRM) tool tracks 

shopper preferences, ensuring more personalized promotions. Enterprise Resource Planning (ERP) software 

keeps inventory updated and suppliers informed, while a basic e-commerce platform allows for simple 

online ordering and curbside pickup. Accounting software and digital project management tools ensure 

that their internal processes are efficient, transparent, and aligned with customer needs.

Module 1: Basic principles of corporate digital responsibility
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In this scenario, CDR principles can be integrated across multiple digital touch points. For instance, the 

CRM platform that tracks customer preferences can incorporate privacy and data-use transparency, 

ensuring customers understand how their information is collected and utilized. The ERP system, which man-

ages supplier and inventory data, offers an opportunity for responsible data stewardship, maintaining 

accuracy, security, and integrity of the information it stores. The e-commerce platform, handling online 

orders and curbside pickups, can be designed with consumer trust in mind, emphasizing secure payment 

processes and clear communication about data usage. Likewise, accounting and project management 

software can reflect CDR principles by ensuring that financial and operational data remain accurate, 

confidential, and accessible only to authorized personnel.

Store C: The Smart Food Experience
This innovative, tech-forward grocer pushes the boundaries with Advanced Digital Solutions. It lever-

ages big data and machine learning algorithms to predict demand, reduce waste, and recommend 

personalized meal plans. Internet-of-Things (IoT) sensors monitor product quality in real-time, while robots 

assist in restocking shelves and managing inventory behind the scenes. Sophisticated cloud platforms and 

advanced analytics provide management with timely insights, enabling dynamic pricing and unique, 

data-driven promotional strategies. As a result, customers enjoy a seamless, cutting-edge shopping expe-

rience that sets this store apart from all the rest. 

In this scenario, Corporate Digital Responsibility (CDR) principles can be woven into multiple aspects of the 

grocer’s operations and technological ecosystem.

Data Management and Privacy

By employing advanced data encryption protocols and ensuring strict compliance with privacy reg-

ulations, the store can safeguard customers’ personal and transactional information. Implementing 

transparent data usage policies and offering customers clear opt-in choices for data collection and 

personalized recommendations further supports ethical data governance.

Algorithmic Fairness and Accountability

The machine learning models that drive product recommendations, meal planning suggestions, and 

dynamic pricing should be regularly audited for bias and fairness. This includes testing for any patterns 

that might inadvertently disadvantage certain customer segments. Clear, understandable explana-

tions of how pricing and recommendation algorithms work can help maintain trust and demonstrate 

responsible use of AI.

Environmental Sustainability and Resource Efficiency

The IoT sensors and big data analytics used to predict demand and reduce waste can be guided 

by sustainability goals. For instance, inventory management algorithms can be optimized to minimize 

excess stock and spoilage. Furthermore, integrating renewable energy sources for powering sensors 

and robots, as well as exploring eco-friendly packaging solutions and transportation routes, aligns 

technology use with responsible environmental stewardship.

Transparency in Technology Deployment

Publicly sharing information about the store’s use of IoT devices, robotics, and advanced analyt-

ics—in clear, non-technical terms—fosters consumer confidence. Explaining how these tools improve 

product quality, streamline operations, and inform pricing creates an atmosphere of openness and 

respect for the consumer’s right to understand the systems they interact with.

Stakeholder Engagement and Continuous Improvement

Regularly engaging with customers, employees, and community groups allows the store to solicit 

feedback on its technological practices. Incorporating insights from these stakeholders into iterative 
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improvements ensures that CDR considerations remain a living, evolving part of the operation rather 

than a static policy, helping the business adapt to shifting societal expectations and regulatory land-

scapes. 

Hypothetical SME Example 2: 
A Construction Company Specializing in Facades

After conducting the questionnaire, we see that we have three construction company specializing in fa-

cades that differ in their level of digital maturity.

Basic Digital Presence
At the most foundational level, the construction company specializing in facades maintains a simple on-

line profile. This might include a basic website listing core services, completed projects, and contact infor-

mation. Their digital tools are limited—perhaps they track customer inquiries using spreadsheets or simple 

project management software. While they are visible online, their use of digital technologies remains min-

imal, serving primarily as a business card in the virtual space.

At this most fundamental level of digital maturity, Corporate Digital Responsibility (CDR) principles can still 

play a vital role in shaping the company’s online presence and data handling practices. For example, 

the construction company can clearly communicate its privacy policies by stating how visitor information 

from the basic website is collected, stored, and protected. Any customer inquiries recorded in spread-

sheets should be safeguarded with basic yet consistent security measures—such as using strong pass-

words, limiting access to authorized personnel, and regularly backing up data.

Even though the firm’s digital footprint is minimal, these simple steps ensure that customers understand 

how their personal information is managed and have the ability to request changes or removal of their 

data. In doing so, the company lays the groundwork for trust, transparency, and ethical digital behavior 

that will guide future growth and the introduction of more advanced digital systems.

Intermediate Digital Integration
A more digitally mature construction firm elevates its online capabilities. In addition to a well-structured, 

visually appealing website that includes case studies, client testimonials, and product specifications, it 

may use specialized software to streamline project management, track supply chains, and manage re-

sources more efficiently. Customer engagement tools—like chatbots or automated emails—help them 

respond quickly to inquiries and nurture leads. Their internal processes begin to incorporate digital solutions 

to improve decision-making and operational efficiency.

In this scenario of a more digitally mature construction company, CDR principles can be embedded 

across various facets of its operations.

Ethical Data Handling and Privacy: As the company gathers information through its website—such as user 

browsing patterns, project inquiries, and client details—it can demonstrate responsible data stewardship. 

Clearly stated privacy policies, secure data storage solutions, and transparent consent forms ensure that 

customer data is used ethically, protected from unauthorized access, and never exploited for unintended 

purposes.

Fair and Inclusive Technology Use: When employing specialized software, chatbots, and resource man-

agement tools, the firm can periodically review these systems to identify and mitigate any hidden biases, 

ensuring they do not favor certain customer groups or marginalize specific suppliers. This responsible ap-

proach fosters trust, fairness, and a reputation for integrity.

Module 1: Basic principles of corporate digital responsibility
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Sustainable and Efficient Operations: By using digital solutions to streamline project management and 

track resources more efficiently, the company can reduce waste, optimize supply chains, and improve 

energy consumption. Integrating sustainability goals into its digital strategies not only enhances opera-

tional efficiency but also aligns the firm’s practices with broader social and environmental responsibilities.

Transparency and Accountability: Through detailed case studies, product specifications, and client testi-

monials published online, the company can communicate its digital strategies and ethical considerations 

openly. Regularly sharing performance metrics, sustainability outcomes, and data usage policies with 

stakeholders not only meets regulatory requirements but also reinforces a culture of trust and accounta-

bility.

Advanced Digital Ecosystem
At the highest level of digital maturity, the facade construction company fully integrates cutting-edge 

technologies into every facet of its business. They leverage Building Information Modeling (BIM) systems, 

advanced analytics, and cloud-based collaboration tools to optimize project workflows, predict main-

tenance needs, and enhance energy efficiency in their facade designs. Virtual and augmented reality 

experiences allow clients to visualize projects before construction begins, while robust cybersecurity meas-

ures ensure data integrity and confidentiality. This holistic digital approach not only streamlines internal 

operations but also drives innovation, customer satisfaction, and long-term competitiveness.

At this advanced stage of digital maturity, CDR principles can be seamlessly integrated into various strate-

gic and operational areas of the business.

Data Governance and Privacy: With complex Building Information Modeling (BIM) systems and analytics 

tools in place, the company must ensure that all client, supplier, and internal data is handled ethically. This 

involves applying strict data access controls, encrypting sensitive information, and providing clear privacy 

policies. Transparent communication about how data is collected, stored, and used empowers stakehold-

ers to trust the firm’s digital ecosystem.

Algorithmic Fairness and Decision-Making: Advanced analytics and predictive modeling guide critical de-

cisions, from material selection and energy-efficient design strategies to predicting maintenance sched-

ules. Applying CDR means regularly reviewing these algorithms for potential biases, ensuring that auto-

mated recommendations are equitable, and making it easy for stakeholders to understand how decisions 

are reached.

Sustainable Resource Management: Leveraging digital tools to optimize project workflows and enhance 

energy efficiency aligns directly with responsible environmental practices. By continuously monitoring and 

adjusting resource usage, the company can not only minimize waste and reduce its carbon footprint, but 

also demonstrate a commitment to the long-term well-being of both people and the planet.

Transparent Client Communication and Engagement: With the use of virtual and augmented reality, the 

firm can help clients visualize projects well before construction begins. CDR principles encourage trans-

parency in presenting project timelines, risks, and potential sustainability impacts. Being clear about how 

these immersive experiences are developed and the types of data collected to improve them fosters trust 

and informed decision-making.

Cybersecurity and Compliance: As digital systems grow more complex, robust cybersecurity protocols 

become essential. CDR emphasizes the ethical obligation to protect sensitive information against breach-

es and unauthorized use. Adhering to relevant standards and best practices—while being open about 

security measures—helps maintain a secure environment that respects stakeholder data and upholds 

regulatory requirements.
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Hypothetical SME Example 3: 
A Dating Application

Based on an assessment of digital maturity, there are three distinct types of dating applications, each 

reflecting a different level of technological sophistication and user engagement.

Foundational Digital Presence
At this level, the dating application offers basic online functionality. Users can create simple profiles, 

browse limited matches, and communicate through standard messaging features. The platform may rely 

on minimal data analytics—such as basic metrics on user activity—and present a straightforward, no-frills 

interface. Overall, the focus is on providing a reliable, uncomplicated experience rather than advanced 

personalization. 

At this foundational level of digital maturity, CDR measures can be seamlessly integrated into even the 

most basic features of the dating application. 

Transparent Data Practices: Clearly communicate to users what personal information is collected and 

how it will be used, even if the data analytics are minimal. A concise, easily accessible privacy policy can 

help build trust among early adopters.

User-Controlled Privacy Settings: Provide simple options for users to manage their privacy preferences. 

For example, allow them to hide certain profile details or opt out of non-essential data collection without 

complicated procedures, ensuring they feel in control of their digital footprint.

Basic Data Security Measures: Implement essential security protocols—such as secure password protec-

tion and basic encryption—for safeguarding user profiles and messaging data. While these measures may 

be simpler, they demonstrate a clear commitment to responsible data handling.

Ethical Use of Limited Analytics: If the application collects basic user activity metrics, ensure that these 

insights are used to enhance the overall experience without exploiting user information. For instance, use 

data to streamline navigation or improve match reliability rather than pushing unnecessary marketing 

tactics.

Enhanced Digital Engagement
As the application matures, it incorporates more interactive and data-driven elements. In this stage, the 

app leverages user preferences, demographic information, and past engagement patterns to suggest 

potential matches with improved accuracy. It introduces features like curated recommendations, profile 

completion tips, and push notifications based on user interests. Security measures begin to strengthen, 

including clearer privacy policies and simplified opt-out options for data collection, fostering greater user 

trust. 

In this scenario, the following CDR measures can be applied to foster ethical and trust-based growth.

Transparent Data Practices: Clearly communicate how user preferences, demographic data, and past 

engagement patterns are collected, stored, and used. Providing easily accessible privacy notices and 

user-friendly explanations of data use ensures individuals understand the benefits and potential risks of 

sharing their information.

User Control and Empowerment: Offer intuitive opt-out mechanisms, enabling users to decide which data 

categories they want to share. This level of agency not only enhances trust but also encourages a mutu-

ally respectful relationship between the application and its user base.

Module 1: Basic principles of corporate digital responsibility
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Algorithmic Fairness and Accountability: Regularly review and audit the data models that generate curat-

ed recommendations and push notifications. By identifying and mitigating biases—such as unintentionally 

skewed match suggestions—the app can preserve fairness and inclusivity, ensuring all users enjoy equal 

opportunities for successful connections.

Strengthened Security Measures: Implement higher standards of encryption and robust access controls as 

the platform matures. This may involve limiting permissions to sensitive user data, investing in secure servers, 

and establishing procedures for timely responses to potential data breaches.

Ongoing Stakeholder Dialogue: Engage openly with users through feedback loops, surveys, and commu-

nity forums. By listening to their concerns, addressing data privacy questions, and actively incorporating 

their suggestions into future updates, the application cultivates a sense of shared responsibility and con-

tinuous improvement.

Advanced Digital Ecosystem
At the highest level of digital maturity, the dating application uses sophisticated data analytics, machine 

learning algorithms, and possibly artificial intelligence to power match suggestions, personalized content, 

and immersive user experiences. This might include real-time updates, dynamic user feeds, mood-based 

recommendations, and gamified interfaces to boost engagement. Enhanced data protections—such as 

encryption and stringent compliance with global privacy standards—are standard, while robust internal 

analytics guide both strategic decision-making and ongoing platform improvements, setting the stage for 

continual innovation. 

At this highest level of digital maturity, the dating application has the opportunity to integrate CDR principles 

throughout its advanced functionalities, ensuring that its innovations remain both ethical and trustworthy. Trans-

parent Algorithmic Decision-Making: Clearly communicate how algorithms determine matches, personalized 

content, and recommendations. By offering user-friendly explanations of the data and logic behind these 

features, the platform empowers users to understand and trust the technology that shapes their experiences.

Fairness and Bias Mitigation in AI: Regularly audit machine learning models and artificial intelligence sys-

tems to identify, minimize, or eliminate biased outcomes. This includes implementing regular testing proce-

dures, adjusting datasets to be more inclusive and representative, and consulting ethics experts to ensure 

that no particular group is unfairly advantaged or disadvantaged.

User-Centric Privacy Controls: Provide intuitive privacy settings that allow users to control which data they 

share and how it is used. Offer clear consent mechanisms, enable users to opt out of certain data-driven 

features, and communicate the benefits of data collection in a straightforward, honest way.

Robust Data Security Measures: Employ encryption, multi-factor authentication, and other state-of-the-art 

cybersecurity protocols to protect personal information. Additionally, maintain secure data storage and 

recovery systems, conduct regular security audits, and swiftly address any vulnerabilities that emerge.

Continuous Ethical and Regulatory Compliance: Remain up-to-date with global privacy regulations, data 

protection standards, and emerging ethical guidelines. This involves collaborating with privacy experts, 

legal advisors, and regulatory bodies, as well as training staff to ensure that internal policies and processes 

align with evolving norms and requirements.

Open Feedback Channels and Iterative Improvement: Encourage users to share their concerns and sug-

gestions regarding data handling, content recommendations, and overall platform ethics. Use this feed-

back to guide continuous refinement of the application’s features, ensuring that responsible practices 

evolve alongside technological advancements.
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Taking steps in CDR implementation
As a trainer specializing in CDR, it is essential to guide SMEs toward practical, accessible steps they can 

take to embed ethical digital practices into their operations. Start by introducing cost-free measures that 

businesses can implement immediately, such as refining their privacy policies for clarity, providing cus-

tomers with easy opt-out options for data collection, and incorporating simple data security checks like 

regular password updates and limited administrative access.

In addition, trainer should raise awareness about the wider network of stakeholders—both regional and 

national—that can support these enterprises in taking on more advanced and resource-intensive CDR 

measures. For instance, recommend connecting with local chambers of commerce, which often host 

workshops or maintain resource libraries focused on responsible digital practices. Suggest that SMEs seek 

advice from regional business support organizations or innovation hubs capable of advising on more so-

phisticated data protection technologies, advanced staff training programs, and third-party audits.

At the national level, encourage SMEs to engage with governmental agencies responsible for digital reg-

ulation and industry associations advocating for ethical data handling standards. These entities frequently 

publish detailed guidelines, offer free consultations, or even provide grants that facilitate the adoption of 

cutting-edge, compliant solutions.

Cost-free CDR measures the store can implement to enhance trust, protect customer data, and 
maintain ethical online practices—all without incurring additional expenses.

By adopting these simple, no-cost CDR measures, this small neighborhood grocer can build trust, maintain 

a warm online presence, and ensure that customers feel respected and secure whenever they interact 

with the store’s digital channels.

Transparent Data Usage Notices

Clearly display a simple, concise message on the store’s website or social media profiles explaining 

how customer data might be collected and used. By doing this openly and honestly, customers can 

feel more confident engaging online.

Easy-to-Use Privacy Controls

Provide users with straightforward options for managing their privacy settings, such as choosing whether to 

receive newsletters or allowing basic activity tracking (e.g., which promotions they view). Ensuring these 

controls are intuitive costs nothing beyond the time spent updating the website or e-mail templates.

Voluntary Customer Feedback Channels

Invite customers to share their preferences, concerns, or questions regarding data practices through 

a simple online form or e-mail address. Listening to and addressing their feedback shows that the store 

values their input and respects their digital rights, at no extra cost.

Respectful Social Media Engagement

Avoid overly intrusive data collection or targeted advertising on social platforms. Instead, encourage 

genuine, community-based interactions and make it clear that any data gathered (like total page 

visits or generic engagement stats) is used solely to improve the online experience—again, no addi-

tional outlay required.

Plain-Language Policies

Update any online policies to be jargon-free and user-friendly. Explaining data protection and privacy 

commitments in straightforward language ensures customers understand their rights and the store’s 

responsibilities, all without needing expensive tools or services. 

Module 1: Basic principles of corporate digital responsibility
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CDR measures that involve support and guidance from local public administrations, as well as 
business support organizations.

Provide Regulatory Guidance and Compliance Support

Local public administrations could offer clear, easily accessible information on relevant data protec-

tion laws and privacy regulations. By doing so, they help small businesses, like this neighborhood store, 

understand and meet their legal obligations. Regularly updated guidelines, checklists, and consulta-

tion sessions would ensure that the store’s digital presence remains compliant over time.

Facilitate Educational Workshops and Training Programs

BSOs and public institutions could coordinate free or low-cost workshops focusing on responsible data 

handling, basic cybersecurity, and ethical online marketing practices. These sessions would empower 

the store’s owners and staff with the knowledge to maintain a secure digital environment, mitigating 

risks and building customer trust.

Create User-Friendly Tools and Templates

Stakeholders might develop standardized privacy notices, data collection consent forms, and opt-

out mechanisms that small businesses can easily integrate into their websites and newsletters. By of-

fering simple, ready-to-use materials, they reduce administrative burdens and streamline the process 

of adhering to CDR principles.

Offer Grants or Incentives for Responsible Digital Practices

Public administrations could introduce grants, tax incentives, or other financial benefits to encourage 

small businesses to adopt responsible digital practices. For instance, discounts on business registration 

fees or small grants for investing in secure data storage solutions can reward the store for proactively 

embracing CDR.

Establish a Local Support Network

Through networking events, online forums, or mentorship programs organized by BSOs, small busi-

nesses can connect with experts and peers who share best practices in digital responsibility. These 

networks foster ongoing collaboration, ensuring that as technology and regulations evolve, the store 

can adapt quickly and responsibly.

The Importance of SMEs
for the EU Economy

Examine the research findings on the effectiveness of CDR implementation in German corpo-

rations. While the focus is on large companies, the results can offer valuable insights for SMEs. 

CDR is essential for responsible digitalization but is still in a developmental phase. Although 

DAX 30 companies are making efforts to align their strategies with CDR principles, challenges 

such as standardization and environmental sustainability remain significant.

Merbecks, U. (2024). Corporate Digital Responsibility (CDR) in Germany: Background and First 

Empirical Evidence from DAX 30 Companies in 2020. Journal of Business Economics, 94(1025–

1049). https://doi.org/10.1007/s11573-023-01148-6

!
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Conclusion on 
basic principles of CDR

We explored the foundational principles CDR, including ethical, sustainable, and inclusive digital practices 

tailored for SMEs.

We gained insights into key European Union regulations which govern responsible digital practices and 

ensure legal compliance.

We get basics how to implement CDR in SMEs:

• Assessing digital maturity levels through tailored questionnaires;

• Identifying low-cost, resource-efficient CDR initiatives;

• Collaborating with public entities and business support organizations;

• Establishing a culture of digital responsibility among employees through education and targeted 

training programs;

• Ensuring compliance with relevant regulations and ethical data use, supported by structured 

frameworks and external expertise.

Module 1: Basic principles of corporate digital responsibility
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Module 2:
Privacy, ethical 
use and 
security of data
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Module 2 learning outcomes

This module explores the essential themes of privacy, ethical use, and security of data within the frame-

work of CDR. Through this module, participants will gain a comprehensive understanding of the critical role 

data privacy plays in fostering trust and aligning with global regulations. Learners will explore strategies 

to implement robust privacy measures, tackle challenges posed by evolving cyber threats, and navigate 

complex data ecosystems.

Moreover, the module highlights the principles of ethical data management, emphasizing transparency, 

accountability, and the need for secure and respectful handling of sensitive information. Participants will 

also delve into the intersection of cybersecurity and CDR, understanding how protecting digital assets is 

not just a technical necessity but an ethical obligation. By the end, learners will be equipped to identify 

and address cybersecurity threats, implement advanced defense mechanisms, and educate teams on 

best practices for ensuring data integrity and resilience in the digital age.

Learning Outcomes for Trainers

Trainers will be able to comprehensively explain the ethical implications of using data, AI, and digital tech-

nologies, including nuanced issues of bias, transparency, and accountability, and will be able to guide 

employees in recognizing these concepts at a foundational level.

Trainers will be able to identify a range of common cybersecurity threats and corresponding defense 

mechanisms. They will also be capable of teaching employees how to conduct basic risk assessments, 

implement mitigation strategies, and understand the fundamentals of incident response planning.

Learning Outcomes for SME Employees

Employees will be able to recognize the basic ethical considerations associated with using data, AI, and 

digital technologies, understanding the importance of fairness, honesty, and accountability in their daily 

work.

Employees will be able to follow established guidelines to protect themselves and their organization 

against common cybersecurity risks. They will learn to identify simple warning signs, take basic preventive 

measures, and understand whom to report to in case of a security incident.

Module 2: Privacy, ethical use and security of data
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Data Privacy in the
Context of CDR

In an era defined by digital transformation, data privacy has emerged as a cornerstone of CDR. It reflects 

an organization’s commitment to ethically and securely manage sensitive information while aligning with 

global regulatory standards. For small and medium enterprises (SMEs) and larger corporations alike, inte-

grating data privacy into their CDR strategies is not just a legal necessity but a vital step toward building 

trust and ensuring long-term sustainability.

Data privacy in the context of CDR goes beyond regulatory compliance; it embodies an ethical respon-

sibility to safeguard the personal information of customers, employees, and other stakeholders. Organ-

izations must focus on maintaining the confidentiality, integrity, and availability of data, ensuring that 

sensitive information is protected from unauthorized access, misuse, or exposure. This responsibility forms 

the backbone of digital trust, enabling companies to foster stronger relationships with their customers and 

communities.

Achieving data privacy within an increasingly complex digital environment has proven to be a challeng-

ing endeavor for many organizations. This difficulty stems, in part, from the ever-evolving regulatory land-

scape, where compliance with frameworks such as the EU’s General Data Protection Regulation (GDPR) 

demands continuous revisions and updates to internal policies and practices. As new and more stringent 

standards emerge across various regions, smaller and medium-sized enterprises find themselves constantly 

adapting their strategies to align with a patchwork of legal requirements.

Compounding this issue is the growing sophistication of cyber threats. SMEs are no longer overlooked in fa-

vor of larger, more prominent targets; rather, they have become a primary focus for cybercriminals seeking 

to exploit vulnerabilities in systems and human behavior. Phishing attacks, ransomware infiltrations, and an 

array of other cyber threats force organizations to remain vigilant and responsive at all times. Unfortunate-

ly, limited financial and human resources frequently hinder these efforts. For many smaller companies, the 

allocation of funds for dedicated cybersecurity personnel or advanced technology solutions is simply not 

feasible, leaving them at greater risk of breaches and data theft.

Furthermore, modern data ecosystems have grown increasingly complex, often sprawling across 

multiple platforms and devices. The widespread adoption of cloud computing and the Internet of 

Things (IoT) has facilitated unprecedented connectivity and data exchange, yet it has also created 

intricate webs of potential vulnerabilities. Securing sensitive information across these interconnected 

networks demands exceptional skill, foresight, and adaptability. Ultimately, it is this confluence of 

regulatory demands, evolving cyber threats, limited resources, and increasingly intricate data eco-

systems that underscores the formidable challenges organizations face in their pursuit of robust data 

privacy.

Integrating data privacy into a CDR strategy is essential for safeguarding sensitive information and 

building user trust. The first step involves conducting comprehensive risk assessments to identify vulner-

abilities in data storage and processing systems. Organizations should also evaluate third-party ven-

dors to ensure they comply with rigorous privacy standards. Once risks are identified, robust security 

measures, such as encryption, firewalls, and intrusion detection systems, must be implemented. Regular 

software updates further protect against emerging threats, ensuring a proactive approach to data 

security.
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Equally important is the development of transparent data policies. Companies must clearly communicate 

how they collect, store, and use data, while obtaining explicit consent from users. Providing users with con-

trol over their data fosters trust and complies with global privacy regulations. Moreover, employee training 

plays a critical role in minimizing internal risks. Educating staff on recognizing cyber threats, such as phish-

ing, and encouraging a culture of accountability ensures that sensitive information is handled responsibly. 

Leveraging advanced technologies can significantly enhance data privacy. Artificial intelligence and 

machine learning enable real-time monitoring and anomaly detection, while blockchain technology of-

fers secure, transparent data transactions.

Interesting Facts

Targets of Cyber Attacks: 28% of European SMEs experienced at least one type of cyber-

crime in 2021.

Security Investments: Many European SMEs face challenges in investing adequately in cy-

bersecurity due to limited resources.

Consequences of Security Breaches: 85% of SMEs agree that cybersecurity issues would 

have a serious detrimental impact on their businesses, with 57% saying they would most likely 

go out of business.

Security: Weak passwords remain a significant vulnerability, with common passwords like 

“123456” and “password” still in use, making accounts susceptible to attacks.

Human Error: A significant portion of cybersecurity incidents involve human error, highlighting 

the need for better training and awareness.

Global Impact: Cybercrime costs the global economy more than $1 trillion annually..

Rapid Growth: The cybersecurity market in Europe is projected to grow by 7.36% annually 

from 2024 to 2029, resulting in a market volume of $65.17 billion by 2029.

!

Module 2: Privacy, ethical use and security of data



47Corporate Digital Responsibility in Small and Medium-Sized Enterprises

Ethical Data Management
in the Context of CDR

Ethical data management has become a cornerstone of CDR in the modern digital landscape. It encom-

passes the principles and practices that ensure data is collected, stored, processed, and shared in a man-

ner that respects privacy, ensures security, and fosters trust among stakeholders. In the context of CDR, 

ethical data management not only addresses compliance with legal frameworks but also emphasizes the 

moral responsibility of organizations to handle data with integrity.

Ethical data management is essential for maintaining the trust of customers, employees, and partners. In 

an era where data breaches and misuse are common, organizations must demonstrate their commitment 

to protecting sensitive information. While adhering to regulations like GDPR,  and other data protection 

laws is mandatory, ethical data management extends beyond compliance. It involves proactive meas-

ures to safeguard data, such as encryption, regular audits, and transparent communication with stake-

holders.

As businesses adopt digital solutions, ethical data practices ensure that technological advancements 

do not compromise privacy or lead to the exploitation of vulnerable populations. Organizations must 

be transparent about how data is collected, processed, and shared. This includes clear communication 

about data usage policies and obtaining informed consent from individuals. Collecting only the data 

necessary for specific purposes reduces risks and aligns with ethical principles. Unnecessary data accu-

mulation can lead to security vulnerabilities and breaches of privacy.

Robust cybersecurity measures, such as firewalls, intrusion detection systems, and regular security assess-

ments, are critical for protecting data from unauthorized access or breaches. Establishing clear protocols 

for addressing data breaches or misuse is essential. Ethical management requires not only resolving such 

incidents but also taking responsibility and preventing recurrence.

Ethical Application of AI in SMEs
Artificial intelligence (AI) has become an indispensable technology in the business world, changing the 

way companies, including small and medium enterprises (SMEs), carry out their daily operations. AI offers 

opportunities to enhance efficiency, personalize customer experiences, and automate tasks that pre-

viously required human intervention. The application of AI in SMEs allows for resource optimization, in-

creased competitiveness, and the creation of new opportunities for innovation.

However, given the sensitive nature of the data and decisions that AI handles, there is a growing need to 

carefully manage the ethical aspects of its application. AI can make decisions based on vast amounts 

of data, and improper application can lead to significant ethical issues, including bias, privacy violations, 

and unintentional discrimination against certain groups of users. SMEs, though often lacking the resources 

of large corporations, must recognize the importance of ethical AI use, particularly in the context of Cor-

porate Digital Responsibility (CDR).

Corporate Digital Responsibility extends to the management of digital technologies like AI, encompassing 

aspects such as transparency, data security, fairness in algorithmic decisions, and respect for user privacy. 

SMEs looking to integrate AI technologies must establish clear guidelines and mechanisms to ensure that 

their use of AI aligns with the highest ethical standards.
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Core Ethical Challenges in AI Application for SMEs
One of the most significant ethical challenges in AI application is algorithmic bias. Algorithms are trained 

on historical data, which may be biased or reflect societal inequalities. If SMEs use AI systems to make de-

cisions in hiring, lending, or data analysis, biases in the algorithms could lead to user discrimination.

For instance, many AI hiring systems use historical employee data to evaluate new candidates. If the 

historical data is biased toward certain groups (e.g., men), the AI system may unintentionally favor male 

candidates over women. SMEs must regularly evaluate their AI systems to identify and eliminate biases 

and ensure fairness in algorithmic decision-making.

Many advanced AI systems, particularly those using deep learning methods, make decisions based on 

complex and hard-to-explain processes. This issue is known as the “black box” problem—where it is difficult 

to understand how and why the AI system makes certain decisions.

SMEs that use AI must work to improve the explainability of their systems, providing users and regulators 

with clear explanations of how the system operates and how decisions are made. Transparency is essen-

tial for building user trust and ensuring fairness in the decision-making process.

AI systems often require large amounts of data to function and train effectively. In a business context, this 

data may include sensitive user information, such as financial data, browsing history, medical records, 

and other personal information. Under stringent regulations like the General Data Protection Regulation 

(GDPR) in the European Union, managing data privacy becomes a critical ethical challenge for SMEs.

SMEs must ensure that data is collected and processed in compliance with the legal framework and that 

data is protected from unauthorized access and misuse. This includes using encryption, anonymizing data 

when possible, and ensuring that users have control over their data.

With the increased autonomy of AI systems, the question arises of who is responsible for the decisions 

made by AI. In some cases, AI systems may make decisions with serious consequences for users, such as 

approving or denying credit, hiring decisions, or even medical diagnoses. SMEs must establish mechanisms 

for human oversight and intervention to prevent incorrect or unfair decisions.

Introducing AI systems without clear accountability mechanisms can lead to legal and ethical problems, 

especially if AI makes decisions that negatively impact users. SMEs must ensure that users have access to 

appeal processes and ways to correct errors that AI systems may have made.

Module 2: Privacy, ethical use and security of data
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The Role of
Cybersecurity in CDR

In the digital age, where businesses increasingly rely on technology to manage operations, interact with cus-

tomers, and store sensitive data, cybersecurity has become a cornerstone of CDR. At its core, CDR empha-

sizes the ethical use of digital technologies, balancing innovation with accountability. Cybersecurity directly 

supports this by safeguarding the confidentiality, integrity, and availability of data—key tenets of responsible 

digital practices. A failure to implement adequate cybersecurity measures not only exposes businesses to risks 

such as data breaches and financial losses but also undermines stakeholder trust, a vital component of CDR.

Hackers 

Hackers, often referred to as attackers, are individuals or groups who use their technical skills 

to illegally access systems, networks, or sensitive data without permission. There are several 

types of hackers:

Script Kiddies – Inexperienced hackers, usually individuals, who use pre-made tools and 

scripts to exploit vulnerabilities without fully understanding the technology. They general-

ly possess low skills, are curious about how technology works and where vulnerabilities lie, 

and have limited resources. Their activities can be illegal, involving defacing websites, deni-

al-of-service (DDoS) attacks, SQL injection, and password guessing.

Hacktivists – Politically or socially motivated hackers who target organizations or govern-

ments to promote their ideological views. Hacktivists use hacking to achieve certain goals, 

often focusing on political, economic, or social issues. Their skill level varies, but they often aim 

for visible and public impacts, such as denial-of-service attacks or website defacement. Their 

targets may include governments, corporations, or specific individuals. Motivations include 

fighting for social justice, opposing government actions that conflict with hacktivists’ goals, or 

raising awareness of environmental concerns caused by corporate actions.

White Hat Hackers – Ethical hackers, also known as “white hats,” legally work to identify and 

resolve security vulnerabilities. They are often hired by organizations to improve cybersecurity 

by proactively finding and fixing potential threats.

Grey Hat Hackers – Operate on the borderline of ethical and unethical behavior. They may 

break into systems without permission but typically do not have malicious intent and often 

report the vulnerabilities they discover.

Black Hat Hackers – Malicious hackers who break into systems for personal gain, to steal 

data, cause harm, or disrupt services.

State-Sponsored Hackers – Operate on behalf of governments, engaging in cyber espio-

nage, surveillance, or cyber warfare.

!
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SMEs are particularly vulnerable to cyber threats like phishing, malware, and ransomware, often due to 

limited resources and expertise. Cyberattacks on SMEs can lead to significant financial losses, reputational 

damage, and, in severe cases, business closure. A cyber threat refers to any potential malicious activity 

targeting digital systems, while a cyberattack is the actual exploitation or breach of a system. As these 

threats become more complex and frequent, it is crucial for SMEs to stay informed and take proactive 

steps to protect their businesses, both now and in the future.

Cybersecurity consists of several key components:

1  Technical Security – Involves protecting networks, computer systems, and applications using tools 

such as firewalls, antivirus software, and encryption.

2  Physical Security – Involves protecting physical devices and infrastructure from unauthorized access 

using measures such as security cameras, locks, and access control systems.

3  Administrative Security – Involves policies, procedures, and guidelines that govern the use and pro-

tection of information resources, including security policies and incident response plans.

Costs of Cybercrime

Cybercrime poses a significant and escalating threat to economies worldwide, with sub-

stantial financial repercussions both globally and within the European Union (EU). The global 

cost of cybercrime is projected to increase from $9.22 trillion in 2024 to $13.82 trillion by 2028, 

reflecting the growing sophistication and frequency of cyberattacks. If cybercrime were 

measured as a country, it would represent the world’s third-largest economy, following the 

U.S. and China.

Cybersecurity has become a vital component of modern business, especially for SMEs, which 

are often targets of malicious activities. Recognizing the difference between cyber threats 

and cyber-attacks is crucial for developing strong defensive strategies. Cyber threats repre-

sent potential dangers that could compromise the security of digital systems, whereas cy-

ber-attacks are concrete actions that exploit those threats. Threats encompass a broader 

range of issues, including software vulnerabilities or user negligence, while attacks are spe-

cific actions undertaken by attackers to cause harm, steal data, or take control of systems.

!

Module 2: Privacy, ethical use and security of data
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Cyber Threats

Cyber threats are potential events or actions that could harm information systems, networks, or data. Ex-

amples include malware, phishing, software vulnerabilities, and social engineering.

1  Malware – designed to cause damage, steal information, or disrupt the normal functioning of com-

puter systems.

• Viruses – Malicious code that attaches itself to legitimate programs and spreads when those 

programs are executed.

• Worms – Self-replicating malicious programs that spread through networks without requiring user 

interaction.

• Ransomware – Encrypts data and demands a ransom for decryption.

• Spyware – Software that secretly monitors and records user activities without their knowledge.

Example: WannaCry (2017) – A global ransomware attack that affected thousands 

of computers, demanding payment in exchange for decrypting data. WannaCry ran-

somware exploited a vulnerability in the Windows operating system to spread. Once it 

infiltrated a machine, WannaCry encrypted files and displayed a message instructing 

the user to pay a ransom in cryptocurrency to obtain the decryption key. In addition to 

encrypting data, WannaCry rendered infected computers unusable, locking users out 

of their systems until the ransom was paid or systems were restored from backups.

2  Phishing – Fraudulent emails or communication channels designed to steal sensitive information.

• Email Phishing – Fake emails that appear to come from trusted sources.

• Spear Phishing – Targeted phishing attacks aimed at specific individuals or organizations.

• Whaling – Phishing attacks directed at high-ranking individuals within organizations.

Example: PayPal Phishing Scam – Fake emails claiming to be from PayPal, prompting 

users to enter their login details on a fraudulent website. These phishing emails typically 

mimicked PayPal branding and included urgent messages like “Your account has been 

compromised” or “Action required to verify your account.” When users clicked the at-

tached link, they were redirected to a fraudulent website designed to look like PayPal’s 

login page. Once users entered their credentials, attackers captured that information, 

allowing them unauthorized access to victims’ PayPal accounts. The immediate con-

sequence of this phishing attack was the theft of login credentials, which led to unau-

thorized transactions and financial fraud from victims’ PayPal accounts. Additionally, 

personal data associated with the accounts could have been compromised, poten-

tially leading to identity theft. Victims often faced significant financial losses, the burden 

of resolving fraudulent transactions, and the need to reset and secure their accounts. 

The broader impact included damage to PayPal’s reputation and an increased need 

for user awareness and education about phishing threats.

Software Vulnerabilities – Security flaws or weaknesses in software code that attackers can exploit.

Social Engineering – Manipulating individuals to reveal sensitive information or perform certain actions.
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Cyber Attacks

Cyber-attacks are deliberate actions orchestrated by individuals or organizations to exploit cyber threats 

and harm information systems, networks, or data. Attackers have specific motives, such as financial gain, 

national security interests, reputation, curiosity, political activism, or terrorism.

1  Ransomware Attack – Attackers encrypt data and demand ransom for decryption.

2  DDoS Attack – Overloading systems with false traffic to deny access to legitimate users.

3  Data Theft – Unauthorized access to confidential data with the intent to steal or misuse it.

Module 2: Privacy, ethical use and security of data
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Prevention and Protection
from Cyber Threats and Attacks

Effective cybersecurity in any organization relies on the implementation of several key strategies. By prior-

itizing employee education, enforcing strong security protocols, and regularly updating software, organi-

zations can significantly reduce the risk of cyberattacks.

Implementation of Security Measures

1  Antivirus Software – Programs designed to detect, isolate, and remove malicious software. They scan 

files and monitor system activities for suspicious behavior.

2  Firewalls – Serve as a barrier between trusted local networks and untrusted external networks, help-

ing to block unauthorized access. They filter incoming and outgoing traffic based on defined security 

rules.

3  Security Protocols – Implementing protocols such as Secure Sockets Layer (SSL) and Transport Layer 

Security (TLS) ensures that data transmitted over the internet is encrypted and protected from unau-

thorized access.

4  Regular Software Updates – Cyber attackers typically exploit known vulnerabilities in software. Keep-

ing software updated with patches significantly reduces the risk of exploitation. Automated update 

systems can ensure timely application of updates.

5  Email Verification – Phishing is a common and effective attack vector as it targets the human ele-

ment. Employees should be trained to recognize phishing attempts, such as emails with urgent re-

quests, misspelled domain names, or unexpected attachments. Proper email filtering tools can also 

help reduce the number of phishing emails.

6  Secure Passwords – Password policies should require complex passwords that include a combination 

of letters, numbers, and special characters. Passwords should be changed regularly, and the same 

password should not be reused across multiple accounts.

7  Data Backup – Regular data backups ensure that in the event of a cyberattack, such as ransom-

ware, data can be restored without paying a ransom. Backup solutions should be periodically tested 

to ensure successful data restoration. Additionally, backups should be stored in multiple locations to 

prevent reliance on a single point of failure.
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Strategic steps for
implementing cybersecurity
measures in SMEs

Before implementing cybersecurity measures, it is essential to assess the digital maturity of SMEs. Under-

standing their level of digital maturity provides critical insights into potential vulnerabilities and areas of 

weakness that require protection. By evaluating their current digital infrastructure, processes, and security 

practices, organizations can identify where cyber threats are most likely to emerge.

This assessment ensures that cybersecurity measures are tailored to the specific needs and capabilities 

of the SME. For example, businesses with limited digital integration may face different risks compared to 

those heavily reliant on cloud systems or advanced technologies. Addressing these nuances allows for a 

more strategic allocation of resources, ensuring that the implemented measures are both effective and 

efficient.

By mapping out the maturity of an SME’s digital operations, organizations can prioritize actions to secure 

the most vulnerable areas first. This approach not only minimizes risks but also builds a strong foundation 

for future digital growth, fostering resilience and trust in an increasingly connected business landscape.

1  Identify the Digital Business Aspects at Risk
Begin by mapping out all areas of your digital operations that could be vulnerable to cyber threats. This 

includes data storage and processing systems, customer-facing applications, email servers, and supply 

chain platforms. Assess which aspects involve sensitive data, such as customer or financial information, as 

well as operational systems that could be disrupted by cyberattacks. Understanding these critical areas 

will help prioritize which systems require immediate attention and protection.

2  Determine Which Cybersecurity Measures Can Be Implemented at No Additional Cost
Review existing cybersecurity practices to identify improvements that can be made without incurring ad-

ditional expenses. For example, updating passwords regularly, activating firewalls, enabling multi-factor 

authentication, and educating employees on recognizing phishing attempts can significantly enhance 

security using current resources. Additionally, using free tools like antivirus software or basic vulnerability 

scanners can provide an initial layer of protection while avoiding unnecessary costs.

3  Leverage Support from Public Entities and Business Organizations
Explore partnerships with local governments, business support organizations (BSOs), or industry associa-

tions that offer assistance in strengthening cybersecurity. These entities often provide grants, free training 

sessions, or affordable tools tailored for SMEs. Collaborating with these organizations helps SMEs access 

cutting-edge security practices and resources that might otherwise be cost-prohibitive.

Module 2: Privacy, ethical use and security of data
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Hypothetical SME Example:
A Dating Application

We have selected a hypothetical SME dating application as the focus of our analysis, structured around 

three levels of digital maturity: foundational, intermediate, and advanced. This approach allows us to 

explore how principles of data protection and cybersecurity are applied differently depending on the 

organization’s level of technological sophistication and digital integration.

Foundational Digital Presence

For an employee managing a basic-level dating application who lacks cybersecurity knowledge, it is 

important to have a foundational understanding of key concepts to effectively communicate with an 

external expert. Here’s what they should minimally know:

• Data Sensitivity: Understand that user data, such as profiles, messages, and activity metrics, is sen-

sitive and must be protected. Even minimal personal information can be exploited if not properly 

secured.

• Access Points and Vulnerabilities: Recognize that any online platform, no matter how simple, has 

potential vulnerabilities. These include user login systems, data storage, and communication features, 

which could be targeted by cyber threats.

• Encryption Basics: Have a basic understanding of encryption—how it protects data during trans-

mission (e.g., user messages) and storage, ensuring that sensitive information remains inaccessible to 

unauthorized parties.

• Authentication Measures: Learn about authentication methods, such as strong passwords and mul-

ti-factor authentication, which add extra layers of security for user accounts.

• Incident Response: Be aware of the importance of having a plan for responding to cybersecurity in-

cidents, such as data breaches or hacking attempts, and the role of the external expert in managing 

these situations.

Enhanced Digital Engagement

To effectively engage with a cybersecurity expert in this scenario, the employee of the dating application 

should have a basic understanding of key cybersecurity concepts and their relevance to the app’s evolv-

ing features. Here are the minimum areas they need to grasp:

• Data Sensitivity and Privacy
The employee should recognize the importance of protecting user preferences, demographic infor-

mation, and engagement patterns, as this data is highly sensitive. They should understand concepts 

like personally identifiable information (PII) and why securing such data is critical to maintaining user 

trust. Familiarity with privacy policies and opt-out options for data collection can help them better 

appreciate the balance between user experience and data security.

• Security Risks and Vulnerabilities
As the application becomes more data-driven, the risks of cyber threats, such as unauthorized access 

or data breaches, increase. The employee should know about common risks, including phishing, mal-
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ware, and unencrypted data transmission. They should also understand how these vulnerabilities can 

impact both the application and its users.

• Key Security Measures
The employee should be aware of basic security measures like encryption (to protect data), authen-

tication protocols (like two-factor authentication), and secure communication channels (like HTTPS). 

Understanding these terms helps them follow conversations about the app’s security enhancements, 

such as improved privacy policies and secure data handling practices.

Advanced Digital Ecosystem

To effectively communicate with a cybersecurity expert about your dating application, it’s important to 

understand a few basic concepts and principles, even if you’re not a technical specialist. Here’s what you 

should focus on:

• Data Protection Basics
Understand that your platform collects and processes sensitive user data, including personal information, 

behavioral patterns, and preferences. Terms like encryption refer to methods that make this data un-

readable to unauthorized users, ensuring it remains secure. Additionally, compliance with global privacy 

standards, such as GDPR (General Data Protection Regulation), means your platform must follow strict 

rules about how data is collected, stored, and shared.

• Machine Learning and AI Fundamentals
Your application may use machine learning and artificial intelligence to personalize user experiences, 

such as matching people or tailoring content. These technologies analyze large volumes of data to identi-

fy patterns and make predictions. However, they must be carefully monitored to avoid misuse of data and 

to ensure they operate within ethical and legal boundaries.

• Cybersecurity Risks and Measures
Be aware that sophisticated platforms like yours can be targets for cyber threats, including hacking, data 

breaches, or unauthorized access. Basic terms like firewalls (which block unauthorized access), intrusion 
detection systems (which monitor for unusual activities), and authentication methods (like passwords 

or two-factor authentication) are essential to discuss with the expert. These measures protect both the 

platform and its users.

Module 2: Privacy, ethical use and security of data
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Conclusion on privacy,ethical use
and security of data

We gain an enhanced understanding of data privacy and security: The integration of data privacy into 

business practices is essential for fostering trust and ensuring compliance with global regulations. SMEs 

must adopt strategies to address vulnerabilities, such as employing encryption, conducting regular audits, 

and educating staff to recognize cyber threats like phishing.

We gain an importance of ethical data management: Ethical handling of data goes beyond compli-

ance, emphasizing accountability, transparency, and minimizing risks through informed consent and re-

sponsible data collection. Ethical practices safeguard customer trust and reduce vulnerabilities, aligning 

with the broader goals of CDR.

We gain a strengthened cybersecurity framework: SMEs must prioritize cybersecurity as a cornerstone of 

CDR, leveraging measures such as firewalls, secure passwords, and partnerships with public entities to miti-

gate risks. Tailored approaches based on digital maturity allow businesses to allocate resources effectively 

while protecting sensitive information against increasingly sophisticated cyber threats.3,
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Module 3 learning outcomes

Participants in this course will gain a comprehensive understanding of the essential principles of digital sus-

tainability and governance. They will explore how digital transformation impacts SMEs, with an emphasis 

on the growing reliance on digital tools for automating processes, analyzing data, and improving custom-

er relations. By understanding these dynamics, participants will be equipped to address the challenges 

posed by limited resources and expertise, as well as increasing demands for data protection and privacy, 

which are crucial for maintaining trust in a digital ecosystem.

The course also highlights the importance of digital inclusion and accessibility, particularly in the context 

of Corporate Digital Responsibility (CDR). Participants will learn how to design and implement digital tools 

that cater to diverse user groups, including individuals with disabilities, those with low digital skills, and peo-

ple in rural areas. By adopting standards such as the Web Content Accessibility Guidelines (WCAG) and in-

corporating inclusive design principles, participants will understand how to expand market reach, improve 

customer trust, and comply with regulatory requirements, creating a fair and inclusive digital environment.

Finally, attendees will explore sustainable digital practices that reduce environmental impact while ensur-

ing responsible business operations. They will learn strategies for optimizing energy efficiency, managing 

electronic waste, and adopting green IT solutions. The course will demonstrate how these practices not 

only reduce operational costs but also enhance corporate reputation and compliance with evolving leg-

islation. By the end of the course, participants will be empowered to contribute to the development of a 

sustainable and inclusive digital economy.

Learning Outcomes for Trainers

Trainers will understand the importance of sustainable digital practices and be capable of educating 

employees on minimizing environmental impacts through energy-efficient IT solutions, optimized software 

use, and responsible e-waste management.

Trainers will be knowledgeable about digital inclusion strategies and able to train employees to develop 

accessible digital tools and services that align with standards like WCAG, ensuring inclusivity for all users, 

including those with disabilities and from underserved communities.

Trainers will be proficient in integrating inclusive design principles into business practices and skilled in guid-

ing teams to create personalized, user-friendly interfaces for diverse needs.

Trainers will be equipped to identify opportunities for collaboration with external organizations to enhance 

inclusivity and sustainability, providing employees with actionable strategies for implementing these part-

nerships effectively.

Learning Outcomes for SME Employees

Employees will recognize the importance of reducing the environmental impact of digital practices by 

adopting energy-saving measures, such as shutting down inactive devices and supporting the use of 

green IT solutions.

Employees will understand basic principles of digital accessibility, such as using text alternatives for imag-

es, enabling subtitles for videos, and ensuring compatibility with assistive technologies like screen readers.
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Employees will learn to follow inclusive design practices, including customizing interfaces for diverse user 

needs and ensuring that digital platforms are easy to navigate for all users, regardless of abilities.

Employees will be aware of the importance of proper e-waste management, such as recycling outdated 

equipment and extending the lifespan of IT devices through maintenance and upgrades.

Digital Transformation and Its Impact on SMEs

Over the past two decades, digital transformation has drastically changed the business models of com-

panies of all sizes, including SMEs. The reliance on digital technologies is growing rapidly, from automating 

business processes to data analysis and optimizing customer relations. Digital data has become a crucial 

resource for successful business operations, enabling precise market analysis, a detailed understanding of 

consumer needs, and real-time business decision adjustments.

However, as the use of digital tools and data increases, SMEs face several challenges, including a lack of 

resources, expertise, and infrastructure needed to maintain complex technological systems. These chal-

lenges are further exacerbated by the growing demands for data protection and privacy, which are 

essential for maintaining consumer trust.

Module 3: Digital sustainability, inclusion and accessibility
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Digital Inclusion and
Accessibility in the Context of 
SMEs and CDR

Digital inclusion and accessibility are becoming increasingly important aspects of business operations for 

SMEs in the European Union, particularly as part of corporate digital responsibility CDR. SMEs must recog-

nize the importance of providing equal opportunities for access to digital tools, services, and products to 

all users, including people with disabilities, the elderly, individuals with low digital skills, and those in rural 

areas. Implementing digital inclusion and accessibility is not only a legal obligation but also a strategic 

advantage that strengthens market position, reputation, and customer satisfaction.

Digital inclusion refers to ensuring equal access to digital resources and technologies for all individuals, 

regardless of their social, physical, or geographical characteristics. As key players in the European econ-

omy, SMEs must acknowledge the importance of involving all users in digital processes. For instance, SMEs 

should provide equal access to digital tools for users who may not have access to high-speed internet 

or have lower levels of education. Strategies for digital inclusion include offering quality educational pro-

grams on digital skills, providing simple instructions for using digital products, and focusing on marginalized 

user groups.

Digital accessibility involves developing digital solutions that enable all users, including those with various 

types of disabilities, to easily and effectively access digital products and services. SMEs should design their 

digital tools following guidelines like the Web Content Accessibility Guidelines (WCAG) to ensure acces-

sibility for people with visual impairments, hearing difficulties, motor disabilities, or cognitive challenges. 

Additionally, digital accessibility includes using tools like screen readers, text descriptions for images, and 

captions for video content, allowing users with disabilities to have equal access to all digital content.

The Importance of Digital Inclusion and Accessibility for SMEs

Incorporating digital accessibility into SMEs’ business operations brings numerous benefits, from expanding 

market reach to increasing customer trust and ensuring compliance with legal regulations. SMEs that rec-

ognize the importance of digital inclusivity gain significant competitive advantages in the market. Digital 

accessibility allows SMEs to reach a broader customer base, including people with disabilities and those 

with lower digital skills. This group of users represents a significant portion of the population, and accessible 

products and services help increase revenue and customer satisfaction.

By ensuring digital accessibility and inclusion, SMEs demonstrate that they are socially responsible and 

committed to creating equal opportunities for all. Consumers increasingly value companies that uphold 

ethical standards, and offering accessible digital tools can significantly enhance brand image. Some retail 

SMEs in Europe have failed to implement WCAG guidelines on their e-commerce platforms, resulting in 

complaints from users with disabilities. Due to inaccessibility, these SMEs lost a significant number of cus-

tomers who switched to competing platforms offering better-tailored services.

Despite the challenges, SMEs can take several steps to ensure digital inclusion and accessibility:

• Evaluate Existing Digital Tools: SMEs should conduct an analysis of their digital platforms to identify 

accessibility barriers and prioritize improvements.
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• Collaborate with External Experts: If they lack internal resources, SMEs can hire external experts to help 

develop and implement accessible solutions.

• Train Employees: Educating employees on the importance of digital accessibility can improve long-

term sustainability and adaptation to new technologies.

• Accessibility by Design: SMEs should incorporate accessibility as a core part of product development, 

ensuring greater adaptability for users with diverse needs.

Strategies that ensure digital tools and services are accessible and inclusive for all users, including people 

with disabilities and underrepresented communities, are crucial for creating a fair and inclusive digital 

ecosystem. These strategies help organizations ensure that their digital products and services are acces-

sible to a wide range of users, regardless of their physical abilities, social status, or geographic location.

One of the most important strategies for ensuring that digital tools and services are accessible to all is the 

implementation of digital accessibility standards. Accessibility guidelines, such as the Web Content Acces-

sibility Guidelines (WCAG), provide a framework to ensure that digital content, websites, and applications 

are tailored to people with different types of disabilities.

Examples of WCAG Guidelines

• Text alternatives for images and graphic elements so that people with visual impairments 

can understand content through screen readers.

• Support for screen readers: Ensuring that digital tools are compatible with technologies 

such as screen readers used by people with visual impairments.

• Subtitles and transcripts: Adding subtitles and transcripts for video content so that people 

with hearing impairments can follow along.

• Adjustable text size and color contrast to allow people with visual impairments to modify 

text size or interface contrast.

!
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Inclusive design involves creating digital products and services that consider the diverse needs of users 

from the outset. This means designing tools and interfaces that accommodate all users, not just the av-

erage user. This strategy includes considering the specific needs of various user groups, including people 

with disabilities, the elderly, and marginalized communities.

• User-centered design: Conducting research and involving users from different communities, especial-

ly those often excluded, to understand their needs and ensure solutions are suitable for everyone.

• Accessibility testing with end users: Involving people with disabilities in the product testing phase helps 

identify accessibility barriers and ensures that final products are adapted for all users.

• Personalization of experience: Allowing users to customize the interface to their needs, such as select-

ing language, contrast, text size, or data input methods (e.g., voice commands).

Educating employees and raising awareness among collaborators is crucial to ensure that accessibility 

is integrated into all aspects of business operations. Organizations need to train their teams, including 

designers, developers, marketing professionals, and project managers, to understand the importance of 

digital accessibility and how to apply it in their daily work.

One of the best ways to ensure inclusive and accessible digital products is through collaboration with 

organizations representing people with disabilities and marginalized groups. These organizations can pro-

vide valuable feedback, advice, and guidelines on how to design digital tools that are accessible and 

useful to all. People from underrepresented communities can offer direct feedback on digital tools and 

services, pointing out specific needs the organization may not have considered. Collaborating with NGOs 

and institutions that promote digital inclusion can improve corporate reputation and ensure the organiza-

tion contributes to social well-being.

For underrepresented communities with limited access to the internet and modern technologies, it is im-

portant to develop digital tools tailored to their technical capabilities. This can include optimizing websites 

and apps for slower internet connections, designing products that do not require the latest technology, 

and creating offline solutions.

Examples of Strategies Adapted to Limited Technological Resources:

• Optimizing websites and apps to load quickly even with limited internet access.

• Designing apps and websites compatible with older mobile phone models, given that many people 

in resource-constrained communities use such devices.

• Enabling offline functionality in apps so that users can access basic features without an internet connection.

Digital tools and platforms should not remain static; as technology and standards evolve, it is important 

for organizations to regularly update their products and services to keep up with the latest accessibility 

and inclusivity standards. Regular maintenance and audits help identify new barriers that may arise as 

technology changes.

• Conduct periodic evaluations of digital tools to ensure they comply with the latest standards.

• Actively gather user feedback to identify accessibility issues and quickly implement necessary changes.

• Regularly monitor new technologies that can enhance accessibility, such as advanced screen read-

ers, voice assistants, and augmented reality technologies.

Ensuring that digital tools and services are accessible and inclusive for all users, including people with 

disabilities and underrepresented communities, is a cornerstone of ethical digital technology application 

and corporate digital responsibility. By applying inclusive design, educating employees, collaborating with 

relevant organizations, and optimizing digital solutions for all users, organizations can ensure their digital 

services are fair, accessible, and beneficial to all members of society.
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Sustainable
Digital Practices

Sustainable digital practices in the context of CDR for SMEs are becoming increasingly important as digital 

technologies play a critical role in business operations. Sustainability in the digital environment means us-

ing technologies and digital solutions in ways that reduce negative environmental impacts while ensuring 

socially responsible business practices.

For small and medium-sized businesses, sustainable digital practices not only reduce their environmental 

footprint but also provide financial savings and improve corporate reputation. Implementing CDR through 

sustainable digital practices helps SMEs adapt to challenges such as climate change, increasing regula-

tory requirements, and consumer expectations for environmentally responsible businesses.

Sustainable digital practices involve the responsible use of digital technologies to minimize their environ-

mental and social harm. This includes optimizing digital infrastructure to reduce energy consumption, 

proper e-waste management, using green IT solutions, and ensuring social responsibility toward users, 

employees, and society at large.

In the context of corporate digital responsibility, SMEs can implement sustainable digital practices in sev-

eral key areas:

1  Energy Efficiency and Reducing Carbon Footprint
Digital technologies require significant amounts of energy to power data centers, servers, and networks, 

which can result in large greenhouse gas emissions. SMEs can reduce their carbon footprint through:

a) Using green data centers: Choosing cloud service providers and data centers that use renewa-

ble energy to power their servers. Many tech companies now offer environmentally responsible 

solutions, such as Google Cloud and Microsoft Azure, which operate with zero carbon emissions.

Some small tech companies providing cloud computing or hosting services face criticism for un-

sustainable digital practices linked to high energy consumption. SMEs using outdated infrastruc-

ture or data centers powered by fossil fuels often consume large amounts of energy, increasing 

their environmental footprint. This issue has been observed among smaller digital service provid-

ers in some European countries, where these companies have not optimized their IT infrastructure 

for sustainability.

b) Optimizing IT infrastructure energy settings: Introducing energy-efficient settings for computer 

equipment, servers, and network devices to reduce energy consumption. This includes using 

power-saving features such as automatic shutdown and sleep mode when devices are not in 

use. Green IT Amsterdam (https://ictfootprint.eu/en/green-it-amsterdam) is a cooperative that 

brings together SMEs, academic institutions, and government organizations to promote and im-

plement sustainable IT practices in the Amsterdam region. Members of this cooperative, includ-

ing many SMEs, have adopted advanced energy management strategies for their IT equipment. 

They use technologies such as advanced cooling management systems, automatic shutdown 

of inactive servers, and data center optimization, helping members reduce energy consumption 

and increase the energy efficiency of their IT infrastructure.

c) Adopting virtual solutions and remote work: Digital transformation through cloud computing and 

virtualization enables SMEs to reduce the need for physical infrastructure. Remote work and vir-

tual collaboration also help reduce emissions associated with commuting and maintaining office 

Module 3: Digital sustainability, inclusion and accessibility
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spaces. Some SMEs in the EU have not implemented digital tools that would reduce the need 

for employee travel. For example, in the construction and retail sectors, certain SMEs have not 

leveraged remote collaboration tools (e.g., video conferencing), leading to unnecessary travel, 

increased CO2 emissions, and failure to meet corporate digital responsibility goals.

2  E-waste and Sustainable IT Equipment Management
Electronic waste (e-waste) is a serious environmental problem as it includes equipment containing harmful 

chemicals, heavy metals, and components that are difficult to decompose. SMEs can reduce the impact 

of e-waste through the following practices:

a) Extending the lifespan of IT equipment: Instead of frequently replacing computer equipment, 

SMEs can extend the lifespan of their devices through proper maintenance, software upgrades, 

and repairs. This not only reduces the amount of e-waste but also cuts costs. A good example is 

the French SME Econocom, which promotes a circular economy through its IT solutions, encour-

aging companies to extend the lifespan of their equipment rather than buying new. Econocom 

offers repair, reuse, and recycling services for IT equipment, reducing e-waste and helping com-

panies optimize their IT resources sustainably. Their sustainability-focused philosophy has allowed 

them to grow in the market while attracting environmentally conscious clients.

b) Recycling and responsible e-waste disposal: SMEs should adopt recycling programs for IT equip-

ment to ensure that unused devices are properly disposed of and recycled in accordance with 

legal standards. Organizations can collaborate with certified recycling centers that collect and 

process e-waste sustainably.

c) Sustainable procurement of IT equipment: SMEs can embrace “green IT” by procuring energy-ef-

ficient and sustainably produced devices, such as computers and servers certified with standards 

like Energy Star or EPEAT.

3  Benefits of Sustainable Digital Practices for SMEs
Implementing sustainable digital practices offers numerous benefits for SMEs. Sustainable digital practices, 

such as energy efficiency and extending the lifespan of IT equipment, can significantly reduce business 

operating costs. Using virtualized systems and optimized software solutions also reduces the need for phys-

ical infrastructure, thus lowering maintenance costs. SMEs that adopt sustainable practices build a rep-

utation as socially and environmentally responsible businesses. Consumers and partners are increasingly 

seeking companies that operate in an environmentally friendly manner, which can help SMEs build trust 

and attract eco-conscious customers.

By introducing sustainable digital practices, SMEs can improve the efficiency of their business processes, 

reduce the resources required for operations, and increase operational flexibility. This includes the use of 

cloud technologies and energy optimization tools, which enable scalability and efficient use of resourc-

es. A growing number of countries are introducing laws and regulations related to sustainable business 

practices, including managing e-waste, greenhouse gas emissions, and energy efficiency. By adopting 

sustainable practices, SMEs can ensure compliance with future legislative requirements and avoid poten-

tial penalties.
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Strategies for Implementing
Sustainable Digital
Practices in SMEs

• Setting sustainability goals: Every business should define clear sustainability goals in its digi-

tal practices, including reducing energy consumption, minimizing e-waste, and optimizing 

software applications. These goals can be integrated into a broader business strategy

• Measurable performance indicators: Develop measurable KPIs to track the success of 

sustainable digital practices. For example, businesses can monitor energy consumption, 

e-waste recycling rates, and software efficiency to ensure they are meeting their set goals.

• Employee training: Training employees on sustainable practices is key to their successful 

implementation. SMEs can organize training on energy efficiency, responsible technology 

use, and proper e-waste management.

• Partnering with environmentally responsible suppliers: Collaborate with suppliers who 

adopt sustainable practices, including IT equipment providers, cloud service providers, 

and recycling solutions. Sustainable procurement ensures that the entire value chain 

aligns with environmental goals.

Sustainable digital practices in the context of corporate digital responsibility represent a crucial step for 

SMEs looking to reduce their environmental impact, improve efficiency, and conduct responsible busi-

ness. By integrating energy-efficient solutions, sustainable IT equipment management, sustainable soft-

ware development, and digital inclusivity, SMEs can achieve significant benefits, from cost reductions to 

enhanced reputation. In doing so, SMEs can play a key role in achieving a sustainable digital economy 

and contribute to global efforts in combating climate change and environmental degradation.

Why is it beneficial for SMEs to adopt the principles of corporate digital responsibility?

There are numerous research papers, reports, and studies that confirm the significant impact sustainable 

practices can have on a company’s reputation and its ability to attract eco-conscious consumers. Market 

studies show that consumers increasingly prefer products and services from companies known for their 

sustainable practices. Research has also shown that companies that actively communicate their sustain-

ability initiatives are more likely to build stronger trust and loyalty among consumers.

Sustainable practices can provide SMEs with a competitive advantage because consumers and busi-

ness partners are placing greater value on and seeking out environmentally responsible practices. This is 

highlighted in reports such as the one from the Business & Sustainable Development Commission, which 

emphasizes that companies adopting sustainable business models can unlock new value and markets. 

Legislative frameworks, such as EU sustainability directives, also encourage companies to adopt sustain-

able practices. Compliance with these regulations not only helps avoid potential penalties but can also 

enhance a company’s image as socially responsible, contributing to a positive public perception.

!
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Strategic steps for
implementing environmental
and social concerns in SMEs

After assessing the digital maturity of an SME, the next steps for advancing sustainability and inclusivity 

involve aligning strategies with identified needs and opportunities. SMEs must first focus on implementing 

digital accessibility standards such as the Web Content Accessibility Guidelines (WCAG). This ensures that 

their digital tools are accessible to all users, including those with disabilities or low digital literacy. Incorpo-

rating inclusive design principles during product development is essential, allowing customization options 

like adjustable text size, high-contrast themes, and voice command functionalities to accommodate di-

verse user needs.

To advance sustainability, SMEs should prioritize energy-efficient digital practices by optimizing IT infrastruc-

ture settings and leveraging renewable energy sources for data centers. Initiatives such as adopting virtual 

collaboration tools and enabling remote work can significantly reduce carbon footprints. Additionally, 

proper e-waste management must be incorporated into operations, including extending the lifespan of 

IT equipment through maintenance, procuring energy-efficient devices, and collaborating with certified 

recycling programs to ensure responsible disposal of outdated hardware.

Collaboration with experts, NGOs, and community organizations can provide valuable insights into ad-

dressing the needs of marginalized groups and enhancing inclusivity. By embedding these practices into 

their business model, SMEs can strengthen their market position, ensure compliance with regulations, and 

contribute to a fairer and greener digital economy.

1  Identify Measures Based on Digital Maturity and Business Needs
Start by assessing the digital maturity of the SME to determine which measures can be implemented for 

various aspects of the business. Evaluate critical areas such as digital tools, customer-facing platforms, 

operational systems, and IT infrastructure. For example, businesses with basic digital setups can prioritize 

simpler accessibility measures, while those with advanced digital tools can focus on optimizing energy 

consumption and implementing inclusive design standards like WCAG.

2  Implement Cost-Free Measures First
Identify and implement sustainability, inclusion, and accessibility measures that require minimal or no fi-

nancial investment. Examples include updating website content to provide text alternatives for images, 

enabling subtitles for video content, and configuring IT equipment for energy-saving modes. Training em-

ployees using in-house expertise on digital accessibility and sustainable practices is another effective, 

low-cost initiative.

3  Collaborate with Public Entities and Business Support Organizations
For more complex or resource-intensive measures, seek assistance from public administration units and 

business support organizations (BSOs). These entities often provide grants, training, or advisory services to 

support digital accessibility, sustainability, and inclusivity efforts. SMEs can leverage these partnerships to 

adopt green IT solutions, implement comprehensive accessibility standards, and gain certifications that 

align with CDR goals.
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Hypothetical SME Example:
A Retail Grocery Store

We have chosen a hypothetical SME, A Retail Grocery Store, to explore how data protection and cyberse-

curity principles can be applied across three levels of digital maturity. This approach allows us to examine 

how the implementation of these principles evolves as digital capabilities and reliance on technology 

increase.

Store A: The Neighborhood Corner Market

Sustainability, Inclusion, and Accessibility Measures for a Basic Digital Presence

For the small family-owned grocery store with minimal digital engagement, the following measures can be 

implemented to enhance sustainability, inclusivity, and accessibility:

1  Sustainability Measures
• Optimize IT Infrastructure: Configure energy-saving modes for all devices, such as computers and 

servers, to reduce energy consumption.

• Reduce E-Waste: Extend the lifespan of existing devices through regular maintenance and, 

when necessary, responsibly recycle outdated equipment by collaborating with certified recy-

cling centers.

• Encourage Digital Newsletters: Use digital newsletters instead of printed materials to minimize 

paper waste, aligning with environmentally friendly practices.

2  Inclusion Measures
• Simplify Digital Tools for All Users: Ensure the website and social media content are easy to navi-

gate, with clear language and straightforward instructions for less tech-savvy users.

• Provide Educational Resources: Share tutorials or guides in newsletters to help users better under-

stand how to engage with the website and social media.

• Engage Local Communities: Organize events or promotions that encourage local participation, 

focusing on underserved groups, such as elderly customers or those with limited digital access.

3  Accessibility Measures
• Adopt Basic Accessibility Standards: Include text alternatives for images on the website to ac-

commodate visually impaired users.

• Enable Customization: Allow users to adjust font sizes and contrast settings on the website to im-

prove readability.

• Support Screen Readers: Ensure the website is compatible with basic assistive technologies like 

screen readers to support users with disabilities.

Module 3: Digital sustainability, inclusion and accessibility
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Store B: The Urban Fresh Hub

Based on the provided context and the document, the following sustainability, inclusivity, and accessibility 

measures can be implemented for the described medium-sized grocery operation:

1  Sustainability Measures
• Optimize IT Infrastructure for Energy Efficiency

• Implement energy-saving settings on CRM, ERP, and other digital systems, such as automatic 

power-down for idle devices and efficient server management.

• Choose renewable energy-powered data centers for hosting e-commerce and CRM platforms.

• Extend Equipment Lifespan and E-Waste Management

• Regularly maintain and upgrade hardware used for digital operations to avoid frequent replace-

ments.

• Partner with certified recycling centers to ensure responsible disposal of outdated equipment.

• Encourage Remote Collaboration

• Use project management tools for remote work to minimize the need for physical meetings, re-

ducing carbon emissions from commuting.

2  Inclusivity Measures
• Personalized User Experiences

• Customize CRM systems to track not just preferences but also accessibility needs, offering inclu-

sive options such as dietary filters for diverse customer groups.

• Inclusive Employee Training

• Provide training sessions for staff to understand inclusivity principles, particularly for managing 

and utilizing digital tools responsibly.

• Community Engagement

• Collaborate with local organizations to ensure promotions and services are inclusive to under-

served or marginalized groups.

3  Accessibility Measures
• Enhance E-Commerce Platform Accessibility

• Integrate WCAG-compliant features such as text alternatives for images, adjustable text size, 

and high-contrast themes to accommodate visually impaired users.

• Add captions for multimedia content and ensure compatibility with screen readers.

• Simplify User Interactions

• Optimize the e-commerce platform for use on low-bandwidth internet connections and older 

devices, making it accessible to users with limited technology.

• Accessibility Testing and Feedback

• Involve people with disabilities in testing digital tools like the CRM and e-commerce platforms to 

identify barriers and implement necessary improvements.
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Store C: The Smart Food Experience

1  Environmental Sustainability
• Energy Efficiency: Optimize IT infrastructure by enabling energy-saving settings for IoT sensors, 

robotics, and cloud platforms. Switch to green data centers powered by renewable energy to 

reduce the carbon footprint of advanced analytics and cloud systems.

• E-Waste Management: Extend the lifespan of robotics and IoT devices through regular mainte-

nance and repairs. Partner with certified recycling programs for responsible disposal of outdated 

equipment.

• Virtual Solutions: Reduce physical resource use by integrating virtual collaboration tools for supply 

chain management and operational decision-making, minimizing emissions related to staff or 

supplier travel.

2   Inclusivity and Accessibility
• Inclusive Design: Ensure digital interfaces, such as apps or in-store digital kiosks, follow WCAG 

standards. Include features like adjustable text size, high-contrast themes, and voice navigation 

to accommodate users with disabilities or low digital literacy.

• Employee Training: Train employees on the importance of accessibility in product design and 

customer interactions. Provide simple instructions for using digital tools, ensuring they are acces-

sible to all.

• Customer-Centric Accessibility: Use subtitles for promotional videos displayed in stores, include 

text alternatives for images on digital platforms, and ensure IoT-powered systems (e.g., shelf-stock-

ing robots) provide real-time accessibility features like audible notifications.

3   Leveraging External Support
• Public Sector Collaboration: Partner with government programs and business support organi-

zations to access grants or training aimed at sustainability practices and accessibility improve-

ments. For example, seek funding for transitioning to green IT solutions or enhancing IoT capabil-

ities.

• NGO and Community Partnerships: Work with organizations representing people with disabilities 

to gather feedback on digital inclusivity measures and tailor customer experiences to diverse 

needs.

• Technology Subsidies: Utilize available subsidies or public incentives to integrate advanced green 

technologies, such as renewable energy sources for powering IoT devices and cloud platforms.

Module 3: Digital sustainability, inclusion and accessibility
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Conclusion on Sustainability,
Inclusion and Accessibility

We gain valuable knowledge about the importance of digital inclusion and accessibility under CDR prin-

ciples. The Module emphasizes designing digital tools that cater to diverse user groups, such as individuals 

with disabilities or low digital skills. By implementing standards like WCAG and inclusive design principles, 

organizations can expand their market reach, build customer trust, and ensure compliance with legal 

frameworks. This knowledge underscores the strategic advantage of creating a fair and inclusive digital 

ecosystem.

We gain actionable strategies for implementing sustainable digital practices to minimize environmen-

tal impacts while ensuring responsible operations. This includes optimizing energy efficiency, managing 

e-waste, and adopting green IT solutions. The document also highlights how these practices reduce costs, 

enhance corporate reputation, and ensure compliance with evolving legislation. By embracing sustain-

ability, businesses can contribute to a greener digital economy and align with global efforts to combat 

climate change.
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The workbook is designed as a practical tool to facilitate the acquisition of knowledge and skills in CDR. 

Tailored to support both trainers and SME employees, it provides a structured and interactive approach to 

learning that ensures the effective application of CDR principles in real-world business scenarios. Trainers 
should adapt the workbook in a minimalist manner to suit SME employees, focusing on practical, 
easy-to-understand content that aligns with their specific needs and limited resources. By simplify-
ing the material while retaining its structured and interactive approach, trainers can ensure that 
CDR principles are effectively communicated and easily applied in real-world business scenarios.

Through a variety of exercises, case studies, and hands-on activities, the workbook encourages partici-

pants to actively engage with key concepts such as ethical data use, digital sustainability, and regulatory 

compliance. By bridging theory and practice, it allows learners to deepen their understanding of CDR 

while developing actionable strategies for fostering responsible digital transformation.

The workbook’s adaptable format ensures relevance across different sectors, enabling participants to 

apply its lessons to the unique challenges of their own organizations. With an emphasis on interactive 

learning and practical implementation, the workbook not only builds competencies but also empowers 

SMEs to integrate CDR as a core part of their operational culture, driving sustainable growth and trust in 

the digital era.

Most important, a significant observation is that SMEs in the EU predominantly exhibit low or very 
low levels of digital maturity. Consequently, the implementation of CDR principles is applicable to 
only a limited segment of their digital operations and is unlikely to be overly complex. According 

to Eurostat data from 2023, 59% of all enterprises in the EU have achieved at least a basic level of digital 

intensity. For SMEs, this proportion is 58%, approximately 32 percentage points below the EU’s 2030 target, 

while for large enterprises, the share is 91%. The majority of SMEs exhibit low (34%) or very low (42%) levels 

of digital intensity, with only 4% reaching a very high level and nearly 20% attaining a high level of digital 

intensity.
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MODULE 1:
Basic Principles of Corporate 
Digital Responsibility

Deepen your knowledge about CDR

1  Carl, K. V., Mihale-Wilson, C., Zibuschka, J., & Hinz, O. (2023). A consumer perspective on Corporate 

Digital Responsibility: An empirical evaluation of consumer preferences. Journal of Business Econom-

ics. https://doi.org/10.1007/s11573-023-01142-y

 The paper provides detailed guidelines for the implementation of Corporate Digital Responsibility 

(CDR), emphasizing the importance of a proactive approach, user segmentation, and transparency 

in business operations. Organizations that effectively align their activities with user preferences can 

not only enhance their reputation but also gain a competitive edge in the digitalized world.

2  Lobschat, L., Mueller, B., Eggers, F., Brandimarte, L., Diefenbach, S., Kroschke, M., & Wirtz, J. (2021). 

Corporate digital responsibility. Journal of Business Research, 122, 875–888.

 https://doi.org/10.1016/j.jbusres.2019.10.006

 The article offers a valuable theoretical contribution to understanding Corporate Digital Responsibility 

(CDR) and its complex dimensions. The proposed framework can assist organizations in establishing 

responsible practices for managing digital technologies, although it requires further research and 

adaptation to specific business contexts.

3  Girrbach, P. (2021). Corporate Responsibility in the Context of Digitalization. Tehnički glasnik - Techni-

cal Journal, 15(3), 422–428. https://doi.org/10.31803/tg-20210710142357

 The article emphasizes that CDR is essential in the digital age, enabling companies to take respon-

sibility for digital innovations and their impact on society and the environment. Digitalization offers 

significant opportunities for resource optimization and reducing ecological footprints, but it requires 

conscious management to ensure a balance between economic, environmental, and social goals.
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Test your basic knowledge about CDR

1  How do the complexity and learning outcomes of CDR training differ between trainers and SME em-

ployees, and why is the ability to adapt the training program crucial for trainers?

2  How would you define CDR in your own words, considering its principles of ethical, privacy protective, 

sustainable, and inclusive digital practices?

3  How does the EU’s regulatory framework support the implementation of CDR in SMEs?

4  Name three key principles of the International CDR Manifesto.

5  What is the primary focus of the German CDR Code?

6  What are some common barriers to implementing CDR in European SMEs?

7  What role does digital maturity play in the adoption of CDR practices in SMEs?

8  List three low-cost measures SMEs can adopt to start implementing CDR.

9  How can public entities and business support organizations assist SMEs in CDR implementation?

10  What is the significance of assessing an SME’s digital maturity before implementing CDR practices?

Exercises

Legal Framework Exploration
Visit the website of an EU regulation (e.g., GDPR, Digital Services Act, or Data Governance Act). Analyze 

one specific legal provision and explain its impact on SMEs in terms of digital responsibility.

Digital Maturity Assessment
Use the provided questionnaire to evaluate the digital maturity of your organization or a hypothetical SME. 

Identify areas that need improvement and suggest CDR-focused interventions.

Stakeholder Engagement Plan
Develop a strategy for engaging employees, customers, and partners in the company’s CDR initiatives. 

Include methods like training, feedback collection, and public reporting.

Case Study Analysis
Review a provided case study on a company’s CDR practices (e.g., a retailer or tech company). Identify 

their strengths, weaknesses, and potential improvements based on CDR standards.

Ethical Data Management
Draft a transparent data policy for a hypothetical SME. Focus on privacy, security, and user rights, ensuring 

compliance with EU regulations like GDPR.
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Creative Development of a CDR Implementation Strategy - First Module

Create a step-by-step plan for integrating CDR principles into a real world small business. 

1  Assess Digital Maturity
• Use a structured questionnaire to evaluate the SME’s current level of digital maturity.

• Identify which business aspects are already digitized, such as communication tools, customer 

management systems, or e-commerce platforms.

• Determine areas where digital solutions can be improved or implemented.

2  Implement Cost-Free Measures
• Identify actions that can be taken immediately without additional costs, such as:

- Adjusting privacy policies for transparency.

- Enabling basic security measures like password protection and data encryption.

- Training employees using internal resources on data handling and responsible technology 

use.

3  Seek Regional Support
• Explore opportunities with local public administration or Business Support Organizations (BSOs) for 

additional resources.

• Leverage grants, training programs, or technical consultations provided by these entities to offset 

costs and enhance implementation.

• Network with industry associations or collaborative platforms that advocate for responsible digi-

tal practices.

4  Align with EU Regulations
• Based on the SME’s digital maturity, identify applicable EU regulations, such as GDPR, Digital Ser-

vices Act, or Data Governance Act.

• Simplify the application of these regulations by focusing on relevant aspects like user privacy, 

secure data handling, and ethical digital practices tailored to the SME’s context.

Appendix 1: Digital sustainability, inclusion and accessibility
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MODULE 2:
Privacy, Ethical Use and 
Security of Data

Deepen your knowledge about data protection and cybersecurity

European Union Agency for Cybersecurity (ENISA)
https://www.enisa.europa.eu/publications 

ENISA is the European Union’s agency dedicated to achieving a high common level of cybersecurity 

across Europe. Their website offers a wealth of resources, including reports, guidelines, and news related to 

cybersecurity. It’s an excellent source for understanding EU-wide cybersecurity initiatives and best prac-

tices.

European Commission’s Digital Strategy - Cybersecurity
https://digital-strategy.ec.europa.eu/en/library 

The European Commission’s Digital Strategy page on cybersecurity provides insights into the EU’s policies, 

strategies, and actions to enhance cybersecurity across member states. It includes information on legisla-

tive measures, funding opportunities, and collaborative efforts to strengthen digital security.

Cybersecurity & Infrastructure Security Agency (CISA) - Europe
https://www.cisa.gov/resources-tools 

While CISA is a U.S.-based agency, it collaborates internationally and offers valuable resources applicable 

to European contexts. Their website includes guidelines, alerts, and tools to help organizations and individ-

uals bolster their cybersecurity posture.

Test your basic knowledge about data protection

1  Why is data privacy considered a cornerstone of CDR strategies for organizations?

2  How does data privacy contribute to building digital trust between organizations and stakeholders?

3  What are the common challenges SMEs face in implementing data privacy measures?

4  How do evolving cyber threats impact the data privacy strategies of smaller organizations?

5  What ethical principles should guide organizations in managing sensitive data responsibly?

6  Describe the ethical considerations related to data collection and usage in modern businesses.

7  Why is human error a critical factor in cybersecurity incidents, and how can training address this?

https://www.enisa.europa.eu/publications
https://digital-strategy.ec.europa.eu/en/library
https://www.cisa.gov/resources-tools
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8  What strategies can SMEs use to implement cost-effective cybersecurity measures?

9  How does digital maturity influence the cybersecurity needs of SMEs?

10  Describe the role of firewalls, encryption, and secure passwords in building a robust cybersecurity 

framework.

Exercises

Identifying Cybersecurity Threats
Analyze a case study of a cyberattack (e.g., phishing or ransomware) and identify the vulnerabilities ex-

ploited. Propose measures to prevent similar incidents.

Phishing Email Simulation
Review a set of emails to distinguish between phishing attempts and legitimate communications. Highlight 

the warning signs in phishing emails.

Incident Response Role play
In a simulated cybersecurity breach scenario, draft a step-by-step incident response plan. Assign roles and 

simulate communication to resolve the issue.

Risk Assessment Exercise
Conduct a basic risk assessment for a hypothetical company’s IT systems. Identify at least three vulnerabil-

ities and recommend mitigation strategies.

Ethical Data Management Scenarios
Discuss scenarios where ethical dilemmas in data use (e.g., data selling or biased AI) arise. Propose ethi-

cally sound solutions for each scenario.

Creative Development of a CDR Implementation Strategy -
Second Module

Continue a step-by-step plan for integrating CDR principles into a real world small business. 

5  Implement Tailored Data Protection and Cybersecurity Measures
• Develop and execute a comprehensive plan for data protection and cybersecurity tailored to the 

SME’s specific needs and digital maturity. This includes strengthening data privacy policies, imple-

menting encryption and multi-factor authentication, and deploying tools like firewalls and intrusion 

detection systems.

• Train employees on recognizing and mitigating cyber threats, establish incident response and recov-

ery plans, and ensure regular software updates. Collaborate with third-party experts for assessments 

and align practices with applicable regulations. Continuously monitor and adapt measures to evolv-

ing risks, ensuring robust protection while addressing the SME’s unique operational context.
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MODULE 3:
Digital Sustainability, Inclusion 
and Accessibility

Deepen your knowledge about sustainability,
inclusion and accessibility

1  Napoli, F. (2023). Corporate Digital Responsibility: A Board of Directors May Encourage the Environ-

mentally Responsible Use of Digital Technology and Data: Empirical Evidence from Italian Publicly 

Listed Companies. Sustainability, 15(2539). https://doi.org/10.3390/su15032539

 The article provides a deep insight into the synergy between corporate governance and digital tech-

nologies, emphasizing how these components can jointly drive environmental responsibility in corpo-

rations. Successful implementation requires clear objectives, efficient oversight, and a willingness to 

innovate.

2  Isensee, C., Teuteberg, F., Griese, K.M., & Topi, C. (2020). The relationship between organizational cul-

ture, sustainability, and digitalization in SMEs: A systematic review. Journal of Cleaner Production, 275, 

122944.

 The article explores the interconnected impacts of organizational culture, environmental sustainabil-

ity, and digitalization on the business development of Small and Medium-Sized Enterprises (SMEs). It 

highlights how organizational culture, through elements like attitudes, norms, and assumptions, shapes 

identity and behavior, influencing sustainability practices and the adoption of digital technologies. 

These factors can significantly transform business models.

3  Ardito, Lorenzo & Raby, Simon & Albino, Vito & Bertoldi, Bernardo, 2021. “The duality of digital and 

environmental orientations in the context of SMEs: Implications for innovation performance,” Journal 

of Business Research, Elsevier, vol. 123(C), pages 44-56.

 The article explores the growing debate about how a firm’s strategic focus on digitalization (digi-

tal orientation) and environmental sustainability (environmental orientation) impacts innovation out-

comes, particularly for small and medium-sized enterprises (SMEs). It investigates whether and how 

these orientations influence product and process innovation performance, analyzing data from 369 

North American SMEs. The findings reveal that both digital and environmental orientations positively 

impact innovation performance individually. However, adopting a dual strategy combining these 

orientations negatively affects process innovation performance and has no significant impact on 

product innovation performance. The study provides new insights into how strategic orientation af-

fects innovation in smaller firms.

• • 

https://ideas.repec.org/a/eee/jbrese/v123y2021icp44-56.html
https://ideas.repec.org/a/eee/jbrese/v123y2021icp44-56.html
https://ideas.repec.org/s/eee/jbrese.html
https://ideas.repec.org/s/eee/jbrese.html
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Test your basic knowledge about sustainability, 
inclusion and accessibility

1  What are the key principles of digital sustainability highlighted in the course?

2  What challenges do SMEs face in managing digital tools and data?

3  Define digital inclusion and its importance for SMEs.

4  What are the Web Content Accessibility Guidelines (WCAG), and why are they significant for SMEs?

5  How does adopting inclusive design principles benefit businesses and their customers?

6  Explain the concept of sustainable digital practices in the context of Corporate Digital Responsibility 

(CDR).

7  How can SMEs optimize energy efficiency in their IT infrastructure?

8  Why is proper e-waste management crucial for SMEs?

9  What are the benefits of collaborating with NGOs and community organizations for digital inclusion?

10  Explain how inclusive design involves users from underrepresented communities during the product 

development process.

Exercises

Evaluate Digital Tools for Accessibility
Conduct an analysis of a company’s website or digital platform to identify accessibility barriers. Create 

a report with recommendations for improvements based on the Web Content Accessibility Guidelines 

(WCAG).

Implement Energy-Efficient IT Practices
Develop an action plan to optimize the energy efficiency of IT infrastructure. Include steps like enabling 

automatic shutdowns, using energy-efficient devices, and transitioning to green data centers.

E-Waste Management Strategy
Develop a strategy for managing e-waste, including extending equipment lifespan through maintenance 

and recycling outdated devices through certified centers.

Digital Accessibility Testing
Perform accessibility testing on a digital product using tools such as screen readers or contrast checkers. 

Document any barriers and propose solutions.

Collaborate on Sustainable Practices
Develop a plan for collaborating with an NGO or community organization to enhance digital inclusivity 

and sustainability. Include partnership goals, activities, and expected outcomes.

Appendix 1: Digital sustainability, inclusion and accessibility
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Creative Development of a CDR Implementation Strategy - Third Module

Finish a step-by-step plan for integrating CDR principles into a real world small business. 

6  Implement Tailored sustainability, inclusion and accessibility Measures
Optimize your IT infrastructure, reduce e-waste, digitize processes, adopt green data solutions, promote 

sustainable advertising, encourage energy-efficient practices, support remote work, develop eco-friendly 

digital solutions, and collaborate with partners to achieve a sustainable and responsible digital business.

Ensure digital accessibility and inclusivity by designing accessible platforms, supporting assistive technol-

ogies, offering diverse communication options, training employees, developing inclusive products, en-

gaging with marginalized communities, providing affordable access to services, and promoting diverse 

representation in marketing.
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FINAL TEST

CDR Implementation

1  What is the SME digital maturity stage? Does an SME have its own IT specialist or hires an exter-
nal expert or company? 

REMINDER: 

• Apply questionnaire

• The three stages of digital maturity:

• Digital Awareness and Adoption

 At this stage, SMEs begin incorporating basic digital tools and technologies into their operations. 

• Integration and Optimization

 In this phase, SMEs integrate digital technologies more strategically across different functions 

such as marketing, customer relationship management, and operations.

• Transformation and Innovation

 At the highest level of digital maturity, SMEs fully embrace digital transformation, leveraging ad-

vanced technologies such as artificial intelligence, data analytics, and automation. 

2  What specific tasks or processes are digitized in an SME, considering its particular economic 
activity, once the level of digital maturity is identified? What specific digital activities can SME 
implement based on its particular economic sector or industry? How can specific digital activ-
ities of SMEs be aligned with the principles of CDR?

REMINDER:

Questions regarding the implementation of a specific set of possible CDR principles. Questions that need 
to be addressed with the help of an SME employee who has a certain understanding of digital busi-
ness operations, holds responsibility within the company, or liaises with external experts.

DATA PRIVACY, SECURITY, PROTECTION
• Do you know how firewalls, antivirus software, or systems that detect unauthorized access can help 

protect company data?

• Are all company systems, software, and applications regularly updated to fix security issues?

• Do we use secure cloud storage that protects our data with encryption and backups?

• Are employees only able to access the data they need for their work?

• Do we use multi-factor authentication (MFA) to secure critical systems and prevent unauthorized ac-

cess?

• How often do we review and update employee permissions for accessing company data and tools?

• Is our critical business data backed up automatically and stored securely?

• Do we store our backup data in a separate secure location to prevent loss during cyber incidents?

• Do we have a plan in place to quickly recover data if it is lost or breached, and have we tested it?

• Are we following laws like GDPR to protect customer and user data?

• Do we ask for customers’ clear permission before collecting or using their personal information?

• Is there a clear and transparent privacy policy explaining how we collect, use, and store data?

• Do our employees know how to recognize and prevent phishing attacks or malware threats?

• Do we provide guidelines for safe remote work, such as using VPNs and securing devices?

Appendix 1: Digital sustainability, inclusion and accessibility
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• How do we minimize risks when handling personal data? Do we use anonymization or pseudonymiza-

tion techniques?

• When sharing data, do we use secure tools like encrypted emails or file transfer services?

• Are there protocols in place for deleting or securely disposing of outdated data?

• Do we have tools that can monitor unusual activities or detect potential breaches in real time?

• Is there a plan for responding quickly to data breaches, including notifying affected parties?

• Are external vendors or partners required to follow the same data protection standards as us?

• Do we have contracts (Data Processing Agreements) that ensure third-party compliance with securi-

ty measures?

• Are password management tools in use to securely store and share passwords?

• Do we rely on secure platforms for team collaboration, file sharing, and messaging?

• Are employee devices protected with security tools to monitor and stop data threats?

• Do we know how long we need to keep different types of data, and is there a policy for deleting old 

data?

• Are there automated systems for archiving, anonymizing, or deleting unnecessary data?

• How do we securely manage data at every stage, from collection to final disposal?

SUSTAINABILITY, INCLUSION AND ACCESSIBILITY
• Do you know if the devices we use, like computers or servers, are energy-efficient and certified (e.g., 

Energy Star)?

• Have we considered using virtual tools or cloud computing to replace physical servers and save en-

ergy?

• Are there systems in place that automatically turn off unused devices to save power?

• How often do we maintain or upgrade our IT equipment to keep it functional for longer?

• What happens to our old or unused devices? Are we partnering with recycling centers to dispose of 

them responsibly?

• Could we donate working devices to schools, nonprofits, or communities that need them?

• Are we still using paper for invoices, signatures, or document storage, or have we adopted digital 

tools for these tasks?

• Can we reduce paper use by sending emails, newsletters, or digital updates instead of printed mate-

rials?

• Do we know if our data storage is hosted in data centers powered by renewable energy?

• Are we optimizing the way we store and manage data to avoid waste and save energy?

• Are we using energy-efficient software tools that consume less power?

• Are we holding virtual meetings or encouraging remote work to reduce the need for travel?

• Do we use cloud-based tools to work together efficiently instead of relying on physical resources?

• Are our marketing campaigns targeted to avoid unnecessary content distribution that wastes re-

sources?

• Is our website optimized to load quickly and consume less energy?

• Have we considered eco-friendly digital campaigns that use fewer resources?

• Are we designing lightweight, energy-efficient software and tools that require less energy to operate?

• Can we create platforms that allow for sharing and reusing resources to minimize waste?

• Do we use tools to track how much energy we consume or how big our carbon footprint is?

• Are we creating sustainability reports to measure and improve our environmental impact?

• Have we trained employees on how to use digital tools in ways that save energy and resources?

• Are people in the company aware of energy-saving settings on their devices?

• When we buy digital tools, software, or equipment, are we choosing environmentally responsible vendors?

• Are we prioritizing software or platforms that have a smaller environmental impact?

• Can we use smart systems to track and reduce how much energy and water we consume?

• Are there IoT devices we can use to monitor resource use and make our processes more efficient?

• Are we promoting electronic newsletters and digital statements instead of printing materials?
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• Could we replace printed ads or flyers with digital alternatives like email campaigns or social media?

• Do you know how to make a website accessible to people with disabilities, such as by using guidelines 

like WCAG?

• Have you considered adding text descriptions (alt-text) for images so that people using screen read-

ers can understand visual content?

• How can we allow users to adjust font sizes or use high-contrast themes for better visibility?

• Are you aware of how to enable keyboard navigation so people can use the website without a 

mouse?

• Do you understand how to make software compatible with assistive technologies like screen readers 

or voice navigation?

• How can we ensure our digital tools work for people with poor internet connections in low-bandwidth 

environments?

• Should we include multilingual support so users who speak different languages can use our tools?

• Have you thought about features like speech-to-text that help users with limited mobility or reading 

challenges?

• Are we providing enough communication options, like email, video calls, or text-based tools, for peo-

ple with different needs?

• Are we writing our digital content in simple, clear language so everyone can understand it easily?

• Do you know how to ensure our website and tools work well on mobile phones and tablets?

• Have our employees been trained to understand digital accessibility and social inclusion practices?

• Could we collaborate with nonprofits or advocacy groups to improve digital accessibility in the com-

munity?

• Are we making our marketing materials accessible, such as adding captions to videos and optimizing 

content for mobile use?

• How can we ensure our advertisements reflect diversity in gender, ethnicity, ability, and age?

3  Once we’ve identified the digital aspects of an SME’s operations, can we implement several 
Corporate Digital Responsibility (CDR) principles at no cost?

REMINDER:

• Many of these measures can be implemented at little to no cost, primarily requiring time, awareness, 

and adherence to best practices. For instance, 
• educate employees to identify phishing attacks, malware threats, and the importance of data 

protection by utilizing free online resources.

• collect only the necessary personal information and use techniques like anonymization or pseu-

donymization to protect it.

• utilize free encrypted email services or file transfer tools for sharing sensitive information.

• adopt free password management tools to securely store and share passwords.

• regularly update all company systems, software, and applications to fix security vulnerabilities.

• Many sustainability, inclusion, and accessibility initiatives can be implemented at no cost, such as 

adopting energy-saving practices, promoting digital communication to reduce paper usage, and 

ensuring digital content is accessible by following established guidelines. However, few measures may 

require financial investment, including purchasing energy-efficient devices, or upgrading IT infrastruc-

ture
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3  How can trainers effectively support SMEs in implementing necessary measures that require 
financial investment? What steps should they take to analyze regional institutions capable of 
providing assistance?

REMINDER:

• To support SMEs in CDR principles that require financial investment, there are several key public in-

stitutions and BSOs across European countries that provide assistance. These organizations play a 

critical role in funding, mentoring, and facilitating sustainable and inclusive business transformation. 

For instance, national ministries of economy or development, European Union programs, chambers of 

commerce, digital innovation hubs, local and regional development agencies, industry associations, 

SME development agencies, startup accelerators and innovation funds, green and digital finance 

foundation, nonprofits and advocacy groups. 
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Learning Outcomes

1  Understanding the basic principles of Corporate Digital Responsibility (CDR) and its integration into 

business strategies for small and medium-sized enterprises (SMEs).

2  Compliance with privacy and data protection regulations / Data protection strategies.

3  Fundamentals of cybersecurity and best practices.

4  Ethical use of data, artificial intelligence, and digital technologies.

5  Promoting digital inclusion and accessibility.

6  Sustainable digital practices.

Competencies

Trainers will be able to clearly define and explain the principles of Corporate Digital Responsibility (CDR) 

and articulate their importance within the context of SMEs.

Trainers will understand key data privacy regulations and best practices for data protection and be able 

to teach these effectively to employees.

Trainers will be able to identify the specific training needs of the organization and its employees, consider-

ing the particular type of SME and the level of digital literacy of its employees.

Trainers will be able to adapt the basic training program to the identified specific needs of the particular 

type of SME.

Trainers will be able to comprehensively explain the ethical implications of using data, AI, and digital tech-

nologies, including nuanced issues of bias, transparency, and accountability, and will be able to guide 

employees in recognizing these concepts at a foundational level.

Trainers will be able to identify a range of common cybersecurity threats and corresponding defense 

mechanisms. They will also be capable of teaching employees how to conduct basic risk assessments, 

implement mitigation strategies, and understand the fundamentals of incident response planning.

Trainers will understand the importance of sustainable digital practices and be capable of educating 

employees on minimizing environmental impacts through energy-efficient IT solutions, optimized software 

use, and responsible e-waste management.

Trainers will be knowledgeable about digital inclusion strategies and able to train employees to develop 

accessible digital tools and services that align with standards like WCAG, ensuring inclusivity for all users, 

including those with disabilities and from underserved communities.

Trainers will be proficient in integrating inclusive design principles into business practices and skilled in guid-

ing teams to create personalized, user-friendly interfaces for diverse needs.

Trainers will be equipped to identify opportunities for collaboration with external organizations to enhance 

inclusivity and sustainability, providing employees with actionable strategies for implementing these part-

nerships effectively.
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Course Plan and Content

The course load for participants is expressed in student hours and totals 40 hours. The breakdown is as follows:

• One day of live course instruction: 6 hours

• Review of recorded PPT presentations online: 12 hours (3 modules, 4 hours each)

• Reading the Handbook, PPT presentations: 8 hours

• Tests and seminar papers: 6 hours

• Independent preparation for tests, studying: 12 hours

The course is delivered in 3 thematic modules with
associated instructional units:

MODULE 1: Basic Principles of Corporate Digital Responsibility
• Introduction to Corporate Digital Responsibility (CDR)

• Some of the fundamental principles: The International CDR Manifesto and the German CDR Code

• The Importance of Implementing CDR in European SMEs

• Barriers to Implementing CDR in European SMEs

• Overcoming Barriers to Implementing CDR in European SMEs

• SMEs in terms of their digitalization needs and capabilities

• Questionnaire for Assessing SME Digitalization Needs and Tailoring Training Programs

• Strategic Steps for Implementing CDR in SMEs 

• Three Hypothetical Examples of SMEs 

• Conclusion on basic principles of CDR

MODULE 2: Privacy, Security, and Ethical Use of Data
• Data Privacy in the Context of CDR

• Ethical Data Management in the Context of CDR

• The Role of Cybersecurity in CDR

• Prevention and Protection from Cyber Threats and Attacks

• Strategic steps for implementing cybersecurity measures in SMEs

• Hypothetical SME Example: A Dating Application

• Conclusion on privacy, ethical use and security of data

MODULE 3: Digital Sustainability, Inclusion and Accessibility
• Digital Inclusion and Accessibility in the Context of SMEs and CDR

• Sustainable Digital Practices

• Strategic steps for implementing environmental and social concerns in SMEs

• Hypothetical SME Example: A Retail Grocery Store

• Conclusion on Sustainability, Inclusion and Accessibility

Literature

• Handbook: Corporate Digital Responsibility (CDR) in Small and Medium-sized Enterprises (SMEs)

• PPT Presentations

• Selected Research Articles

Progress Assessment

Final presentation of a case study on the application of CDR in a small or medium-sized enterprise.

Appendix 2: Curriculum for a Trainer Course on Implementing CDR in SMEs
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Appendix 3:
Training Flow
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DAY 1: In-Class Training (Live)

Duration: 6 hours

Format: On-site Training

Content:
a) Introduction to the course and objectives

b) Overview of Corporate Digital Responsibility (CDR)

c) Trainer and participant expectations

DAY 2: Online Training - Module 1

Module 1: Basic Principles of Corporate Digital Responsibility
Duration: 8 AM – 3 PM

User Obligations:
a) Watch video lectures (8 AM – 1 PM)

b) Participate in an online discussion and Q&A (1 PM – 2 PM)

Trainer Obligations:
a) 8 AM – 9 AM: Introduction to Module 1 and overview of video content

b)  2 PM – 3 PM: Define tasks, case studies, and exercises for the next session

DAY 3: Online Training - Module 2

Module 2: Privacy, Security, and Ethical Use of Data
Duration: 8 AM – 3 PM

User Obligations:
a) Watch video lectures (8 AM – 1 PM)

b) Participate in an online discussion and Q&A (1 PM – 2 PM)

Trainer Obligations:
a) 8 AM – 9 AM: Introduction to Module 2 and overview of video content

b) 2 PM – 3 PM: Define tasks, case studies, and exercises for the next session

DAY 4: Online Training - Module 3

Module 3: Digital Sustainability, Inclusion and Accessibility
Duration: 8 AM – 3 PM

User Obligations:
a) Watch video lectures (8 AM – 1 PM)

b) Participate in an online discussion and Q&A (1 PM – 2 PM)

Trainer Obligations:

a) 8 AM – 9 AM: Introduction to Module 3 and overview of video content

b) 2 PM – 3 PM: Define tasks, case studies, and exercises for the next session

Appendix 3: Training Flow
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DAY 5: Online Final Class

Duration: 8 AM – 1 PM

Format: Group Exercises and Discussions

Content:
a) Collaborative group tasks

b) Case studies and practical problem-solving

c) Q&A and feedback

DAY 6 – DAY 12: Mentoring Phase

Duration: 8 AM – 1 PM (Scheduled individually)

User Obligations:
a) Address individual challenges and cases

b) Active participation in group discussions and presentations

Trainer Obligations:
a) Provide one-on-one mentorship and guidance to participants

b) Facilitate group exercises with detailed instructions and support

DAY 15: Final Exam and Certification

Duration: 1 hour (Online)

User Obligations:
a) Participate in the online exam

Trainer Obligations:
a) Supervise the exam, correct submissions, and provide feedback

b) Deliver CDR certificates to participants
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